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Protection of medical data in the provision of consumer services: a comparative
analysis of some aspects of medical ethics in Kazakhstan and the European Union

The ethics of medical research and the confidentiality inherent in doctor-patient relationships and the proper
handling of medical data are critically important issues in contemporary medical law across the globe,
including Kazakhstan and the European Union. The provision of medical services is inevitably associated
with the processing of a large amount of personal data, which is especially “sensitive” than in other areas of
consumer services. At the same time, regulation of this issue only by norms on the provision of consumer
services is unacceptable. The issue of privacy makes these services a special area that requires more subtle
and “smart” regulation. The core tension in this domain arises from conflicting interests: patients seek
absolute confidentiality to safeguard their dignity rights, while the broader public interest often necessitates
the disclosure of this information for the collective benefit of humanity. Medical data is inherently sensitive
and demands a meticulous approach, along with thoughtfully designed legislative frameworks. The European
Union has achieved substantial advancements in this area, having developed a robust legal framework and
foundational principles, which are explored in this article. Kazakhstan can draw upon this progress in
personal data protection within consumer medical services as a valuable model. Medical ethics and
confidentiality are multifaceted concepts that can be examined from various perspectives, ranging from
philosophical viewpoints to their significant economic implications within the healthcare market. This article
examines medical ethics and confidentiality through the lens of Kazakh and European law, highlighting their
primary trajectories and evolving trends. The article concludes that the European perspective on medical
privacy is among the most highly developed and sound approaches, offering a reliable framework for other
legal systems worldwide.

Keywords: medical privacy, European law, Kazakh legislation, provision of consumer services, doctor-patient
ethics, medical confidentiality, medical data, personal data, sensitive data, medical services.

Introduction

The provision of consumer services is often more or less related to the receipt, processing, and transfer
of personal consumer data. At the same time, the legislation of most countries of the world has legislative
acts on personal data or the like. However, there is a service sector that is fundamentally different from the
rest — it is the field of medical services. Confidentiality stands as a paramount condition and fundamental
principle within doctor-patient interactions. This principle is safeguarded by professional codes of conduct
and the legal frameworks of nations globally. As articulated, “Without the assurance that a doctor or other
health professional will not disclose confidential information given by a patient, some people may withhold
important information about their medical conditions which they find embarrassing” [1]. The issue of per-
sonal data protection is currently a pressing global concern, and the Republic of Kazakhstan is no exception
to this trend. Medical data, in particular, represents an exceptionally vital category of personal data, contain-
ing information that necessitates rigorous protection. The relevance of this research topic is underscored by
the urgency of the problem, the widespread embrace of digitalization, and the persistent threat of data
breaches.

The primary objective of this article is to conduct a comparative analysis of legislative provisions and
practical measures employed to protect medical information in Kazakhstan and the European Union. The
article meticulously analyzes the advancements made by European Union countries in this field, insights
from which Kazakhstan may eventually integrate into its own legislation. Furthermore, the current measures
and regulations in force within Kazakhstan have been presented and thoroughly examined. The salience of
this research topic is also amplified by the relatively limited scope and comparative scarcity of existing re-
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search in this specific domain. Few researchers have delved into this problem, primarily due to the restricted
availability of materials and the inherent sensitivity of the subject matter. This article endeavors to engage
the scientific community, as well as all individuals invested in this crucial issue.

Methods and materials

To conduct a comprehensive study of issues pertaining to medical data protection in the European Un-
ion and Kazakhstan, an extensive literature review was undertaken. This review focused on challenges asso-
ciated with providing consumer medical services and methods of server protection, including those related to
the lawful collection, preservation, and accessibility of medical data. The research involved a thorough ex-
amination of e-books, scholarly articles, and online resources. We performed an in-depth theoretical analysis
of academic sources, as well as national and European legislation. A comparative legal method was em-
ployed to contrast the norms of national legislation with international agreements concerning medical ser-
vices and treatment. Additionally, a system-structural method was utilized to identify the interconnections
between the achievements of scientific doctrine and the degree to which these are reflected in legislation.

Results

In this study, we concluded that medical data should be subjected to anonymization and pseudonymiza-
tion techniques (discussed in the subsequent session). In our opinion, one potential strategy for managing
medical data involves a judicious combination of cutting-edge technical solutions and refined national legis-
lation, thereby implementing robust legal safeguards. As the quality and adoption of digital medical data
technologies, devices, smartwatches, and other wearables, mobile applications, and telemedicine continue to
expand, the scope for resolving contentious issues in medical privacy will correspondingly broaden. Each
situation involving medical data is distinct and demands a specific and balanced approach. Generally, han-
dling sensitive data constitutes a specialized category, intrinsically linked with ethical considerations and
moral implications. No country globally has yet arrived at a definitive and universally applicable solution,
emphasizing the need for extreme sensitivity in this area.

The study analyzed foreign literature and legislation of the European Union to compare it with Kazakh
legislation on medical ethics in the provision of consumer services. Most of the foreign sources were investi-
gated, since this topic has not yet been widely discussed in Kazakhstan. The article clearly separates the
mechanism of providing consumer medical services from other areas, pointing out the need for delicate regu-
lation of this service sector, especially in Kazakh legislation. Many of the measures are successfully used
today in Kazakhstan to protect confidentiality in the interaction between a patient and a doctor; however,
they are not clearly reflected in legislative acts. It is necessary to develop laws on amendments and additions
to some legislative acts on the provision of medical consumer services. Such laws should affect and supple-
ment all legislative acts that in one way or another relate to the provision of medical services, people’s inter-
action with public and private clinics, the delivery of tests, the storage of medical data, and the use of such
data for research purposes.

Discussion

European regulatory frameworks exhibit a particularly meticulous and comprehensive approach to the
safeguarding of patient confidentiality. A pivotal reference point in this context is the Principles of European
Medical Ethics, formally adopted in 1987. This foundational document outlines “the most important princi-
ples aimed at inspiring the professional conduct of doctors, in whatever branch of practice, their contacts
with patients, with society and between themselves. It also refers to the specific situation of doctors, upon
which good medical practice depends” [2].

These principles—adopted during a dedicated European conference—serve as ethical cornerstones of
medical professionalism. Among them are a physician’s unwavering commitment to patient care, the neces-
sity of obtaining explicit informed consent, autonomy in both moral and technical aspects of care, the duty of
confidentiality, professional competence, ethical obligations in end-of-life decisions, considerations in organ
transplantation, reproductive ethics, collegial solidarity, and continuity of care. While each of these topics
warrants an independent and extensive academic investigation, it is evident that the European approach re-
flects a highly integrated and intentional concern for the preservation and implementation of patients’ rights
at every stage of medical interaction.

A domain that has garnered increasing legal and ethical focus in Europe is that of genetic services,
which have undergone rapid expansion in recent decades. These developments have necessitated a more ro-
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bust ethical infrastructure, especially given the sensitive nature of genetic information. The primacy of hu-
man dignity, autonomy, and individual rights remains central. As one expert source highlights, “Harmoniza-
tion of the technical aspects of genetic services in Europe requires a legal and ethical framework that respects
cultural, religious, philosophical and other domestic characteristics of a given country and its population, but
at the same time conforms to basic and universally accepted human rights. To continuously supervise the
legal and ethical developments regarding the promotion and protection of the rights of patients and users of
health services and to make the results of our research publicly available is a permanent challenge [3]”.

Thus, confidentiality is not only a key determinant in fostering trust between the patient and physician;
it is also an essential prerequisite for obtaining accurate and complete clinical information. The absence of
adequate safeguards often leads patients to withhold or misrepresent critical health details — especially
when those details pertain to private or sensitive matters. This behavior can significantly hinder the diagnos-
tic process and compromise therapeutic outcomes. Confidentiality becomes even more relevant when the
healthcare provider possesses medical data concerning multiple family members, for instance, in cases in-
volving hereditary diseases or familial screenings.

It must be emphasized that medical confidentiality, although fundamental, is not considered absolute.
Circumstances exist under which the disclosure of patient data may be legally or ethically warranted. Such
exceptions include cases involving criminal investigations, situations where nondisclosure may result in
harm to others, requirements mandated by public health regulations, technical malfunctions that compromise
data security, and patient consent. Most national legislations, however, treat these deviations with the ex-
treme caution and only permit them under narrowly defined conditions. As reflected in legal commentaries:
“exceptions to this must be taken very seriously. They may include where there is a serious risk to the patient
or another person, where required by law, where part of approved research, or where there are overwhelming
societal interests [4]”.

While the rationale behind disclosing patient data in the context of solving or preventing a crime is typ-
ically self-explanatory and ethically justified, the invocation of the “public interest” as grounds for disclosure
remains far more nuanced and contentious. There exists a persistent ethical dilemma between an individual’s
inherent right to medical privacy and the collective needs of society, particularly when public health con-
cerns are at stake. On the surface, it may appear that absolute confidentiality serves the individual best; how-
ever, broader ethical analyses reveal that disclosure — under tightly controlled circumstances—may enhance
public safety and contribute to population-level health outcomes. As one scholarly viewpoint suggests, “the
obligation to disclose medical or medical-related information can protect the public from potential threats
from individual patients and ensure that accurate data is provided both about individuals and about the popu-
lation as a whole” [3; 18].

One particularly sensitive and legally complex aspect of medical confidentiality pertains to a patient’s
written authorization for the secondary use of their personal health data for scientific or clinical research.
This dimension of consent is not only an ethical imperative, but also a cornerstone for biomedical progress.
The systematic reuse of anonymized or pseudonymized medical data holds considerable potential in address-
ing global health challenges and advancing evidence-based medicine. However, the process of obtaining
granular, case-by-case consent poses logistical barriers and often clashes with research scalability. As noted
in scholarly literature, “the most common adaptations of consent are models that shift away from specific
consent, such as ‘broad consent’, covering a broad range of future data uses” [5]. This shift underscores the
ethical balancing act between individual autonomy and the collective scientific benefit derived from large-
scale data reuse.

“There is however an ongoing debate on the legal validity and ethical acceptability of broad consent”
[6]. And what first of all worried the policy makers and lawyers was the possibility of the violation of the
principles of the General Data Protection Regulation by such a broad consent. “In the draft GDPR texts, the
current conflicting positions of the Parliament and Council on this topic appear to be reflected. Some indicate
that broad consent may not meet the conditions on consent as defined in the Parliament’s draft GDPR, re-
garding the information that must be given to the individual” [7]. At the same time, the patient has the right
to refuse consent to the use of his data, which happens quite often, because of the patient’s fear of becoming
disclosed.

However, extensive research in favor of public interest, apparently, still inclined the council to adhere
to broad consent. “The position of the Council seems to be that broad consent should be possible for medical
research” [8]. At the same time, dealing with this, it is absolutely impossible to forget about the principle of
proportionality and necessity. Data for reuse should be disclosed exactly as much as it is necessary for re-
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search. Thus, one of the main principles of the EU approach to data “as open as possible, as close as neces-
sary” is observed.

Another measure to respect the confidentiality of medical data is anonymization and pseudonymization.
These measures can, to some extent, free the medical staff and the patient from the need to fill out a consent
form, because the data is protected in this way. Nevertheless, this does not always help to maintain real con-
fidentiality when re-examining data. In addition, some medical data themselves contain genetic and other
material that allows identifying a person even without specifying real data.

Attention is now turned to the consideration of how the EU legal framework interprets these concepts.
The term anonymization is defined in current EU legal documents as a “technique, which irreversibly pre-
vents identification, taking into account all the means ‘likely reasonably’ to be used” [9]. Pseudonymization
is also considered as a useful security measure. “When it comes to anonymized statistics, GDPR is seen as an
enabler as it actively defines, enables and encourages sharing of anonymized statistics. This can be attributed
to the fact that the GDPR makes sharing identifiable data a bit more difficult, while it does not pose any ob-
stacles towards sharing anonymized data. There are much more concerns about data protection, partly due to
implementation of the GDPR, which makes it more difficult to share data for scientific purposes. GDPR lim-
its some projects to only share the aggregated data as a way to avoid sharing individual level data and the
GDPR challenges that come with that” [10]. But even here there are pitfalls. Anonymization is becoming an
increasingly difficult task when it comes to a large volume of medical research. Some scientists and IT spe-
cialists consider it impossible from a technical point of view to anonymize large amounts of data.

In contrast to the European Union’s comprehensive and well-established legal framework on medical
ethics and data protection, the Republic of Kazakhstan has only relatively recently begun to develop struc-
tured approaches to these issues. Kazakhstan’s key legislative instruments in this area include the Code of
the Republic of Kazakhstan “On People’s Health and the Healthcare System” (adopted July 7, 2020), which
regulates the rights and obligations of patients and healthcare providers, including provisions on the confi-
dentiality of personal medical data.

Article 77 of the Code explicitly enshrines the principle of medical secrecy, stipulating that medical
workers, as well as other persons who have access to medical information in the course of their professional
activities, are obliged not to disclose medical secrets without the consent of the patient, except in strictly de-
fined cases. These include threats to public health, judicial requests, or when required for epidemiological
control. This mirrors similar exceptions recognized in the European Union, such as those based on public
interest or legal obligations. However, the mechanisms for enforcing these standards in Kazakhstan remain
less robust than in the EU, particularly in terms of regulatory oversight and patient recourse.

In terms of digital health data, Kazakhstan has made steps toward electronic health systems integration
through the development of the Unified National Electronic Health System (UNEHS), aiming to digitize
medical records and services nationwide. However, the country still faces challenges related to secure infra-
structure, staff training, and standardization of data handling protocols. Unlike the GDPR in the EU, Kazakh-
stan lacks a specialized, enforceable framework solely dedicated to personal data protection in healthcare,
although general provisions exist under the Law of the Republic of Kazakhstan “On Personal Data and Their
Protection” (2013). This law sets out the obligations for obtaining consent and protecting personal data but
does not fully reflect the scope or enforcement strength of the GDPR, especially regarding concepts, such as
“pseudonymization” or the “right to be forgotten”.

Ethically, Kazakhstan aligns with internationally accepted norms, including the principles of informed
consent, autonomy, and the patient’s right to participate in treatment decisions. However, the implementation
of these principles is inconsistent due to socio-cultural factors, limited legal literacy among patients, and hi-
erarchical structures within the healthcare system. Studies in Kazakhstan indicate a relatively lower rate of
patient involvement in decision-making processes compared to the EU countries, suggesting the need for
further education of both medical professionals and the public on patients’ rights and medical ethics.

A significant comparative distinction lies in the research context. While the EU strongly emphasizes
formal consent mechanisms — especially in the reuse of personal data for scientific research — Kazakhstan
is only beginning to introduce such frameworks. National legislation does not yet clearly delineate between
types of consent (e.g., specific, broad, dynamic), and ethical review boards are not uniformly equipped to
assess the proportionality of data usage in research. This presents a gap in the protection of patients’ data
when reused for scientific purposes. For instance, without clear guidelines on broad consent, researchers in
Kazakhstan might face challenges in obtaining valid consent for long-term or future research projects, poten-
tially hindering valuable scientific endeavors while also raising privacy concerns. Developing a nuanced

40 BecTHuk KaparaHgmHckoro yHusepcuTeTa



Protection of medical data in the provision...

framework for research consent that balances scientific progress with patient rights is a crucial area for legis-
lative reform.

Another point of divergence is the institutional framework: the European Data Protection Board
(EDPB) coordinates cross-border data protection issues and supervises consistent application of the GDPR
across the EU member states. Kazakhstan currently lacks such a centralized and specialized authority fo-
cused solely on health data, which limits the consistency and effectiveness of enforcement.

In addition, Kazakhstan could benefit from increased international cooperation and knowledge sharing
with the EU countries in order to learn from their experience in implementing reliable data protection sys-
tems in the provision of medical consumer services. This could include joint training programs for lawyers
and medical professionals, technicians, as well as the development of pilot projects for secure data exchange
in scientific research while maintaining strict ethical standards. A strong and effective symbiosis of both
technical protection measures and legal norms is needed, which together will give the strongest result.

Conclusions

The challenge confronting medical privacy, particularly in recent decades, is the escalating use of de-
vices and medical applications for health monitoring, which accumulate vast amounts of personal data,
markers, and indicators. Often, individuals do not fully consider what information is being tracked beyond
general data like location or contact details; even heart rate and physical activity levels are collected. Today,
as medicine undergoes active digitalization in many countries, solutions must be found for the secure han-
dling of digital content as well. It is imperative to ensure that each patient can independently manage their
medical data through secure digital identification, keys, and passwords, allowing them to track their sensitive
information. The medical record must be strictly confidential and protected by all available technical
measures.

Medical ethics and privacy are intrinsically linked to the patient’s active participation in health-related
decision-making and their control over and manipulation of their own body. The doctor should facilitate such
opportunities to the extent that is reasonable and feasible. This is because medical ethics is not a unilateral
process but a well-established system of interconnected relationships. Therefore, in summary, we have iden-
tified the primary areas of medical privacy today, strategies for its protection, as well as existing disad-
vantages and potential risks. What solutions can be proposed to address these shortcomings? And what path
should Kazakhstan pursue for the most rapid and effective development in this sphere?

First, patient health data should only be shared for legitimate public health purposes, and only to the
precise extent necessary for the research being conducted. This data must be stored in a highly encrypted
form for digital medical data, and in a secure, inaccessible location for physical data carriers. Additionally,
the number of individuals to whom data may be legally disclosed should be minimized. There should be
clear accountability for the mishandling of medical data. Consistent adherence to ethical data privacy princi-
ples can foster public confidence in medicine generally and encourage many patients to be more open and
truthful with medical staff. The issue of trust plays a significant role, thus strict adherence to all rules for
completing consent forms and reusing data for scientific research is essential.
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A.E. A6npacynosa, FO.C. Koctsinas

TyThIHY KbI3METTEPIH KOpPCeTy Ke3iHle MeAUIMHAJBIK JepeKTepai Kopray:
Ka3zakcran men EyponajibiK oqaKTarbl MeIUIIUHAJIBIK 3 TUKAHBIH Keil0ip
aCHeKTiIepiH CAIBICTBIPMAJIBI TAJAAY

MenuuHAIBIK 3epTTeyJIepiiH ATHUKACHI, Aopirep MEH MalueHT apachblHAArbl KapbIM-KaTbIHACKA TOH KYIH-
SUTBUTBIK YKOHE MEAMIMHAIBIK AepPEeKTeplIi Iyphic oHaey — OyKin aiem OoiibiHina, coHbly iminne Kasakcran
MeH Eyponayblk onakTarbl 3aMaHayd MEIMIMHAIBIK 3aHHAMaHBIH MaHbBI3Ibl Maceneliepi. MenunuHaibIK
KbI3MET KOpCEeTy TYTHIHYIIBUIBIK KbI3METTEp/IiH Oacka cajajiapblHa KaparaHia JepOec IepeKTepiH, acipece
«ce3iMTal» AEpeKTepiH YIKeH KoJeMiH eHIeyMeH OainaHblcThl. Bynm perre, Oyil MoceneHi TeK TYTHIHY
KBI3METTEpiH KOpCeTy Typajibl HOpPMalapMeH peTTeyre >koi OepimMedi. Kymusiasuislk moceneci Oyt
KBI3METTEp/i HEFYPJIbIM HA3IK XKSHE «aKBUIIBD) PETTEYAl KaKeT eTETIH epeKile caiara aiHanabipansl. by
caJlaJiarbl HETi3ri MueseHic KapaMa-Kailiel MyaenepeH TYbIHIal bl TalueHTTep o3epiHiH Kaaip-KacHeT
KYKBIKTapbIH KOpFay YIUiH aOCONIOTTI KYNMUSsUIBUIBIKTHI i3/, ajd KeHipeKk KOFaMAbIK Myyienep keOiHece
aJlaM3aTThIH YKBIMJIBIK WTUIN YOIH Oy aknmaparThl auryasl Tajan eTedi. MeaunuHanbIK aepextep Oa-
CTamKbIIa KYIHS JKOHE THUSHAKTHI OMIACTHIPBUTFAH 3aHHAMAJIBIK 0a3aMeH 0ipre MYKHST TOCUIAI KaKET eTel.
Eypomnansik onak ocbl Makajiaga KapacThIPbUIFaH CEHIMII KYKBIKTBIK 0a3a MEH ipreii OpHHIMITEPIl d3ipiaey
apKBUIBI OCHI canaja alTapIibIKTail xericTikrepre sxerTi. Ka3akCTaH TYTBIHYIIBUIBIK MEAUIMHAIIBIK KbI3MET-
Tep ImeHOepinae Aepoec NepeKTepai KoprayAarsl OChl IPOTrPECTi KYHIBI YITI peTiHae maiifanana agansl. Me-
JUITHAIBIK 9THKA JKOHE KYNHUSUTBUIBIK — OYJ1 (GHI0COQHSUIBIK Ko3KapacTapaH 0acTam oJap/blH JSHCAYIIBIK
CaKTay HapBIFBIH/IAFBl MAHBI3IbI SKOHOMUKAIIBIK CaJlIapblHa IeHiHTi opTYpiIl Ke3KapacTap/aH 3epTreyre 0o-
JaTBIH Kem KbIpJIbl yFbIMIap. Makaigaga MeAMLMHAIBIK 3THKa MEH KYMUSUIBUIBIK Ka3aKCTAaH[IbIK JKOHE
eypOonaJIbIK 3aHHAMaHBIH IPU3Machl apKbUIbI KapacThIpbUTFaH. OnapAblH JaMybIHBIH HEri3ri OarbITTapbl MEH
TeHACHIMSUIApbl TalaHFaH. KOpBITBIHABUIAW Kejle, aBTOpJap MEJUIMHANBIK KYIUSHBI KOPFay/bIH
eyponablK TOCLI ayemaeri 6acka KYKBIKTBIK JKyHelnep YIIiH CEHiMAI Heri3 YChIHa OTBHIPBIN, €H JaMbIFaH
JKOHE HETI3/IeNITeH TOCUTAEpiH Oipi IereH TYKbIphIMIaMa jKacaraH.

Kinm ce3dep: MeIMUMHANBIK KYMUSUIBUIBIK, €YPOMAIbIK KYKBIK, Ka3aKCTaHABIK 3aHHAMa, TYTHIHYIIbLIApFa
KBI3MET KOPCETY, NOpirep-MaiueHTTIiH 3TUKACHI, MECAUITUHAIBIK KYITUSUTBLUIBIK, METUIIMHAIBIK ICPEKTED, KEKE
JepeKTep, KYMUs AePEeKTep, MEAULINHAIBIK KbI3METTED.

A.E. A6apacynoga, FO.C. KoctsHas

3amuTa MeIMUMHCKUX JAHHBIX MPH 0KA3aHUH NOTPEONTEIbCKUX YCIYT:
CPaBHUTEJIbLHbIH AHAJIN3 HEKOTOPBIX ACNEKTOB MeIUIMHCKOM 3THKU B Ka3axcrane
u EBponeiickom corose

DTHKa MEANIUHCKAX MCCIEIOBAHHH, KOH(PUICHIHAIBHOCTD, IPUCYIIAsi OTHOMICHHUSM MEXIy BPauoM H Tia-
LHEHTOM, U HaJyIexaliee oOpalieHue ¢ MEIUIMHCKUMHU JTaHHBIMHU SBJISIFOTCS KPUTHYCCKH Ba)KHBIMH BOIIPO-
caMH COBPEMCHHOTO MEIMIMHCKOro IpaBa BO BceM MHUpe, BKimouas Kaszaxcran u EBporneiickuii coro3. Oka-
3aHHE MEIUUMHCKUX YCIYT Hen30ekHO CBA3aHO ¢ 00paboTKON GONBIIOro 00beMa MepCOHANBHBIX TaHHbIX,
0COOCHHO «UYYBCTBUTEIBHBIXY» HEXEIH B IPYTHX cdepaxX MOTpeOUTENbCKUX yCiyr. IIpu 9ToM, perysimpoBa-
HHE JTOr0 BOMPOCa TOJNBKO JIMIIF HOPMaMH 00 OKa3aHHH MOTPEOMTENbCKUX YCIyT HemomycTumo. Bompoc
KOH(UICHIINATBHOCTH JIeNIaeT 3TH yCIyTrH 0ocoboit cdepoit, Tpedyrolieit 6onee TOHKOTO U «yMHOT0» peryJiu-
poBanusi. OCHOBHAsI HANpSDKEHHOCTb B 3TOH 00JNACTH BO3HHKACT M3-3a KOH(IMKTA MHTEPECOB: MAI[MCHTHI
cTpeMsITest K abCOMOTHON KOH(UISHIIMATEHOCTH, YTOOBI 3aIIUTHTh CBOH TIPaBa Ha JOCTOMHCTBO, B TO BPeMs
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Kak 0oJjiee MIMPOKKE OOIIECTBEHHBIE HHTEPECH! YaCTO TPEOYIOT PaCKPBITHsI ATON HH(pOpMAIK Ha GJ1aro Bcero
YyesoBeyecTBa. MeIUIMHCKUE JaHHbIC [0 CBOCH CYTH SIBIISIIOTCS KOH(PHICHINAIBHBIMEI U TPEOYIOT TIIATEb-
HOTO TO/IX0/1a, a TAKKe MPOJTYMaHHOH 3aKOHOIATEIbHOM 0a3bl. EBpomelickuii coro3 MOOMIICS 3HAYUTEIBHBIX
YCIIEXOB B 3TOH 001acT, pa3paboTaB HAJAC)KHYIO MPABOBYIO 0a3y M OCHOBOIOJIATAIONINE TPUHIHUIIEBL, KOTO-
pBIC pacCMaTPUBAIOTCS B 3TOW cTaThe. KazaxcTaH MOXKET MCIOJIB30BATh 3TOT MPOTPEcC B OOJMACTH 3aIUTHI
TIEPCOHANBHBIX JTAHHBIX TPH OKA3aHUU METUIIMHCKUX YCIYT MOTPEOUTENSIM B Ka4eCTBE IEHHOH Monienu. Me-
JULHCKAsl 9TUKA ¥ KOH(UICHINAIbHOCTh — 3TO MHOTOTIPaHHbIE OHSTHS, KOTOPbIE MOXKHO paccMaTpuBaTh
C pa3HBIX TOYEK 3PCHUS, HAUMHAS OT PUIOCO(MCKUX BO33PCHUI U 3aKaHYMBAS UX 3HAYMTEILHBIMH 3KOHOMHU-
YEeCKMMH TIOCHEICTBUSAMH [UIi PpBIHKAa 3ApaBOOXpaHeHWs. B cratbe MemunuHCKas dSTHKA U
KOH(HICHIMAIBHOCTh PACCMATPHUBAIOTCS Yepe3 MPU3My Ka3aXxCTAaHCKOTO U €BPOIEHCKOro 3aKOHOIaTeNIbCTBA.
AHaMM3UPYIOTCS OCHOBHBIC HAMPABJICHUS M TEHACHIINU UX Pa3BUTHUS. B 3aKII0UCHNH aBTOPHI JENAOT BEIBOL
0 TOM, YTO €BPOMEUCKUI MOAXOA K 3alIUTE MEIULIWHCKON TalHBI SBISAECTCS OJHUM U3 HaubOoiee pa3BUTHIX U
000CHOBaHHEIX, ITpeJIaras HaJeKHY0 OCHOBY JUIS APYTHX MIPABOBBIX CHCTEM 0 BCEMY MUDY.

Kurouesvie cnosa: mequnHcKkast Taiina, EBponeiickoe mpaBo, ka3axCTaHCKOE 3aKOHOAATENbCTBO, IPEJOCTaB-
JICHUE MOTPEOUTEIBCKUX YCIYT, 3THKA B3aMMOOTHOIIICHUI Bpaya M MaIMeHTa, BpayeOHas TaliHa, MCIUIIMH-
CKHe JIaHHbIe, TIePCOHAIbHBIE JaHHbIC, KOH(MHICHIMANbHbIC TaHHbIS, MEAUIMHCKHE YCIYTH.
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