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The realization of the “Concept of digital transformation, development
of the information and communication technologies and cybersecurity
industry for 2023-2029” by implementing blockchain in the technologies
of the Republic of Kazakhstan and the problems of its legal regulation

In the scientific article, the implementation of the “Concept of digital transformation, development of the in-
formation and communication technologies and cybersecurity industry for 2023-2029” was considered,
which, according to the authors, is possible through the prism of the introduction of blockchain technologies
in the Republic of Kazakhstan. The main focus is on analyzing the current state of the digital infrastructure,
identifying potential applications of the blockchain and identifying regulatory issues related to its use. The ar-
ticle begins with an overview of the strategic objectives of the Concept and an assessment of its impact on the
economic development of the country. The authors discuss blockchain as an innovative tool capable of ensur-
ing transparency, security and reliability of data in various sectors, including finance, healthcare and public
administration. In this aspect, an overview of existing technologies that have already been applied in practice
was conducted; accordingly, the Republic of Kazakhstan can adopt them for the future. Special attention is
paid to the analysis of the problems faced by Kazakhstan in integrating blockchain technologies into the ex-
isting legal system. The authors explore the need to develop new legislative acts, as well as adapt existing
regulatory documents to create a favorable legal environment for blockchain. The potential risks and benefits
that may arise as a result of the large-scale introduction of blockchain technologies in Kazakhstan are also
discussed. In conclusion, the article offers recommendations on improving the legal framework for
blockchain, emphasizing the importance of international cooperation and exchange of experience in this area.

Keywords: the concept of improvement, country development, digitalization, digital security, blockchain,
personal data protection, information and communication technologies in law, legal regulation.

Introduction

The Concept of digital transformation, development of the information and communication technology
industry and cybersecurity for the period 2023-2029, approved by the Government, is a strategic plan for the
introduction of digital technologies into all spheres of public life of citizens of the Republic of Kazakh-
stan [1]. In this context, blockchain technology, as the authors of this scientific article dare to suggest, acts as
a potential catalyst for change, bridging existing gaps and providing six main directions.

To begin with, the introduction of blockchain leads to the strengthening of cybersecurity. According to
available research, we have come to the conclusion that turning to the proposed innovative technology in-
creases the security of our data due to distinctive properties, including decentralization and encryption. This
is naturally important for the protection of infrastructure and personal data.

At the same time, we would like to note that other components are equally important: transparency and
observability. Technically, blockchain makes it possible to create systems that increase the transparency of
transactions and simplify the tracking process. These indicators are especially useful in the field of public
administration and property control.

The third aspect that creates the logical need for this technology is to increase efficiency and reduce
costs. The reason for this is that smart contracts based on the blockchain system allow you to automate pro-
cesses, reduce time and operating costs, and reduce risks that are directly related to the human factor.

The next direction is that the financial sector needs innovation. Blockchain promotes financial innova-
tions such as digital currencies, which can accelerate the transition to electronic payments and thus make fi-
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nancial services more accessible. Many countries are digitizing their national currency — our tenge expects
the same.

The use of blockchain to implement the concept of the Republic of Kazakhstan is naturally attractive
for investment. The blockchain in our system can stimulate investment flows, create jobs and increase budget
revenues, and this, in turn, contributes to economic growth.

Last but not least, it involves the development of human capital. The training of specialists in the field
of blockchain technologies improves their qualifications and prepares them for work in the field of high
technologies.

Blockchain can be an important mechanism for achieving the goals explicitly stated in the concept, in-
cluding improving governance, developing the digital economy and strengthening cybersecurity, which will
certainly lead to the preservation of personal data. The introduction of blockchain technology requires coor-
dinated actions on the part of the state, business and educational institutions to create the necessary infra-
structure and train qualified personnel.

Methods and materials

In the context of the Concept of digital transformation of Kazakhstan, within the framework of scien-
tific work aimed at analyzing the implementation of blockchain technologies and studying legal regulation
issues, it is proposed to use the following set of methodological techniques and information sources.

Main methodological approaches: case studies: analysis of specific examples of the use of blockchain in
public and private structures; legal analysis: study of current legislation related to blockchain technologies
and identification of possible obstacles to the development of law; statistical analysis: assessment of the im-
pact of blockchain on the modernization of the life system.

The sources of information are: the regulatory framework: the main legislative documents, including
the conceptual text; scientific work: published articles and research on blockchain and its application in vari-
ous fields; analytical reports: documents prepared by government agencies, international institutions and re-
search centers related to digital transformation; media: articles in the press and others media reflecting public
debate and opinions about blockchain and digital transformation; practical examples: concrete examples of
the implementation of blockchain technologies.

The use of the methods outlined by us and the analysis of these materials will allow us to thoroughly
study the process of implementing the Concept of digital transformation with an emphasis on blockchain, as
well as assess current problems and opportunities for improving the legal framework, which contributes to
the support and development of the digital transformation of the Republic of Kazakhstan.

Results

Based on the identified characteristics of the blockchain technology, it was logically revealed that this
particular technology is able to play a successful role in the implementation of the “Concept of digital trans-
formation, development of the information and communication technologies and cybersecurity industry for
2023-2029”. The positive features inherent in the blockchain are a reliable guarantee for ensuring confiden-
tiality and, at the same time, transparency. This, in turn, is quite attractive and necessary in conditions of fre-
guent leakage of our personal data that we contribute to global networks, and the transparency of blockchain
technology is a real way to realize our constitutional rights in all areas that we use daily.

Effective blockchain regulation in Kazakhstan requires an interdisciplinary approach involving tech-
nical experts, economists, lawyers and members of the public, including international cooperation, along
with an interdisciplinary approach involving academia.

Particular attention should be paid to the legal mechanism governing blockchain technology, which is
constantly evolving depending on the dynamics of this innovative new field around the world. Some im-
portant information about the current legislation is listed below:

1. Many countries are creating guidelines and standards for blockchain technologies to help entrepre-
neurs and lawyers understand distributed registries and crypto assets [9].

2. The EU is committed to creating a unified regulatory framework for blockchain to prevent regulatory
fragmentation and provide legal certainty for blockchain applications. The Commission has presented a wide
range of legislative initiatives on the management of crypto assets, which are expected to stimulate invest-
ment and protect consumers and investors.

3. The EU has proposed a pilot market infrastructure regime that would allow trading and transactions
in financial instruments in the form of crypto assets, as well as proposals for “freer, fairer and more inclu-
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sive” regulation. Using blockchain, it becomes possible to experiment with innovative solutions and deviate
from established rules, as regulators and companies seek to apply innovative ideas in blockchain-based mod-
els [10].

4. Countries and international organizations cooperate in developing common approaches to blockchain
regulation that comply with international standards and prevent litigation.

Legal norms related to blockchain are currently under development, and many countries and regions are
involved in the development of reliable legislative systems that can promote innovation and protect the rights
and interests of market participants in the development process. Kazakhstan should start learning from its
mistakes, as it is gradually moving forward and can make appropriate adjustments in the future.

Discussion

In 2023, the relevant regulatory act approved the strategy for digitalization, ICT development and
strengthening cybersecurity for the period 2023-2029. In accordance with the National Plan until 2025 and
other strategic documents, the strategy we are putting forward for discussion is aimed at identifying the most
effective methods of solving urgent problems in the provision of public services to the population and enter-
prises, transforming the public administration system and stimulating economic sectors through the integra-
tion of digital technologies.

The strategic goal is achieved based on the following key principles:

1. to improve the quality of life of citizens, which is a serious problem, accordingly, the upcoming plans
include placing great emphasis on personal comfort. This implies that the services provided and the planned
changes will be adapted to the needs and problems of citizens, including even the factor that the transition to
public services will gradually be carried out within the framework of applications on the phone;

2. to ensure the openness of government agencies and public participation in decision-making and the
use of digital tools for direct communication between subjects and authorities;

3. to strive for concrete changes through systemic innovation and digital technologies;

4. to put the quality of services first by providing citizens and businesses with tools to assess the func-
tioning of public institutions;

5. to adapt to current trends and set goals in accordance with socio-economic priorities;

6. to avoid unnecessary duplication in information systems;

7. to move to more horizontal management structures;

8. to provide data for use by market participants and provide public services by private companies;

9. to protect privacy and personal data, ensure cybersecurity;

10. to provide access to information only to those persons who have the right to it;

11. to protect information from unauthorized modification or destruction;

12. to ensure open access to information, if necessary [2].

The implementation of the identified principles should contribute to the overall development of the
country's innovation potential, strengthen the national innovation system and move to a qualitatively new
level. This, in turn, will significantly increase the competitiveness of Kazakhstan's economy in the global
market.

As a result of the realization of the provisions of the Concept, it is planned to create a Single e-
government platform that will ensure the integration of interdepartmental processes and the creation of an
integrated infrastructure for the provision of services and the functioning of the public administration system.
The document notes that the platform model will allow creating an effective government system focused on
solving everyday tasks of citizens, as well as using up-to-date online data to apply artificial intelligence tools
in forecasting and decision-making based on artificial intelligence Smart Data Ukimet.

Data processing centers will be established in each region of the country. The 5G mobile communica-
tions infrastructure, operating on the principle of “always online” and characterized by low energy consump-
tion, combined with big data analysis and the Internet, will become one of the main elements and driving
force of the digital economy. Taking into account urbanization and economic feasibility, the issue of con-
necting to the Internet the remaining villages with a population of less than 250 people, who are experiencing
corresponding difficulties and limitations in connection with proper quality assurance in this area, will be
considered.

It is assumed that the ICT sector will be provided with highly qualified specialists, which will achieve a
multiplier effect for the transition to a new “smart” level. This will reduce the number of public services
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through the reengineering of business processes, the use of artificial intelligence elements, the use of tech-
nologies in economic sectors and the transition to the provision of public services taking into account life
situations [2].

The Concept includes the following key areas that are of particular interest in this work:

1. The Smart Cities initiative aims to use ICT to improve the quality of life and efficiency of urban
functioning. The strategic direction is to create urbanized areas where the resources of urban services and
private initiatives cooperate for the sustainable development of the city. Accordingly, it is natural that digital
technologies will be integrated into all aspects of urban life, including education, transport, housing and
communal services, healthcare and others.

2. In the context of the growth of public Internet addresses (IP) and digital content, it is necessary to de-
velop a “Cyber Shield of Kazakhstan” to protect against hacker attacks. Thus, a Malicious Code Research
Center will be created to identify and neutralize cyber attacks.

3. Itis important to consider joining the Convention on Data Protection, which will allow investigating
violations of citizens’ rights in the field of personal data protection.

Thus, we can note that comprehensive global work is planned. However, such actions, especially when
personal data is exposed to open exposure, require competent support. With the advent of blockchain tech-
nology, many countries have adopted it as a means to achieve this goal.

Scandals in the financial industry and the global economic crisis that engulfed the country in 2009 led
to a loss of confidence in people's ability to protect their personal finances. Satoshi Nakamoto and technical
and mathematical experts were looking for new and decentralized approaches to financial transactions that
could eliminate the limitations of traditional banking systems and provide direct payments and exchange of
values.

Mike Schwartz compared the power of blockchain to the ability to communicate between machines and
compared its impact on the world to devices such as the internal combustion engine, telephone, computer
and the Internet, which have revolutionized our understanding of how technology works [3; 14].

Blockchain is, in fact, a database similar to a registry, which is decentralized and accessible to many
computers on the network. Although it was originally used to protect cryptocurrency transactions, the tech-
nology has since been used in various applications. Blockchain can be used in various industries to create
long-term data, which means that they cannot be changed after recording, which corresponds to the principle
outlined in paragraph 11 above.

The blockchain works on the principle of dividing information into technical blocks, which are then
connected in a chain, unlike traditional databases, which still have information in the form of tables. Each of
the blocks generated contains programs or prescribed scripts that perform database functions that provide
access to the necessary data. The information is loaded into the block and then processed by an encryption
algorithm that generates a special hash from the incoming data. A sequence of unrelated blocks is formed by
adding a hash to the beginning of the next block, which is a sequence of blocks.

The cyclical nature of this innovative technology, according to its logical chain, has the ability to store
copies on multiple computers, and each existing copy requires coordination for complete protection. The da-
ta is then distributed among the various nodes of the network in a network distributed across all nodes of the
network, which is used to ensure redundancy and accuracy of the data. If a node detects a data change, other
nodes will block that change, thereby preserving data integrity.

The blockchain provides security and stability by storing new blocks in both linear and chronological
order, with new blocks being stored accordingly. If the data in a block is changed by changing the hash of
the data, it will affect its data if the network changes the hash and the data changes its data, but the changes
will not be accepted because the hash is not in the correct position in the hash and the changes are not re-
flected by the network.

With the ability to store undated information and transaction history, this technology allows you to store
various types of data, including legal documents and inventory data. Blockchain users can access Bitcoin in
real time thanks to its distinctive feature that decentralizes transactions in the chain.

Although blockchains are not completely impenetrable and may contain vulnerabilities in the code, at-
tacks such as “51 %” require control over most of the network and quick actions, which is difficult due to
the high hashing speed in networks, for example, in the Bitcoin network, which on April 21, 2023, the hash-
ing speed is 348.1 v a second (18 zeros) [4].
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Architecturally, blockchains are divided into several types depending on access to reading and writing
data.

Public blockchains are open for reading and possibly writing by all users. Public blockchains are use-
ful for systems where there is no central authority to verify transactions and where full decentralization is
required. Private blockchains are controlled by organizations that only allow their members to write data
and can restrict or open read access. The consortium's blockchains are managed by a group of nodes be-
longing to different organizations and serve to exchange information between them. Private and consortium
blockchains offer benefits such as reduced verification time and costs, reduced risk of attacks, and increased
privacy because read access can be limited. They also allow users to adjust or cancel transactions if errors
are found in smart contracts.

The choice of the type of blockchain depends on the required degree of decentralization, as well as
time and cost constraints. Hybrid solutions can be used that combine public and private blockchains for var-
ious tasks, such as using a private blockchain for internal operations and a public blockchain for customer
interaction.

When choosing a blockchain, it is important not to strive for decentralization for the sake of decentral-
ization itself, which implies dispersion around the world. Many business processes are effectively managed
using relational databases, and switching to blockchain may be unjustified. Private blockchains provide the
benefits of cryptographic auditing and data validation, making data immutable and traceable. Blockchain
may be preferable to a database if a company plans to expand its private business and use a public
blockchain for additional verification, given the growing demand and volume of transactions [5; 58].

The analysis of blockchain technologies allows you to objectively assess their potential and identify ar-
eas in which they can most effectively contribute to innovation and improvement. Despite the significant
opportunities, some functions of the blockchain may contradict the interests and practices of market partici-
pants. The immutability of the blockchain requires careful control over data entry, since correction will re-
quire significant computing resources compared to traditional accounting systems.

Blockchain guarantees confidentiality, integrity and availability of data, while ensuring transparency
and traceability of transactions. The distributed nature of the blockchain allows the creation of decentralized
ledgers that can contribute to the development of digital trading solutions in the field of intellectual property
and other industries. Blockchain also speeds up information processing and transactions, eliminates the need
for intermediaries, and increases the security of monetary transactions and supply chain tracking [3; 24].

Blockchain technologies are used in various fields, confirming their value in the context of digital trans-
formation and the development of information and communication technologies for 2023-2029.

Blockchain can play an important role in the development of smart cities, which will require a more ef-
ficient allocation of resources. With the help of blockchain, it is possible to ensure that the system remains
unchanged, reliable, which makes the use of assets more transparent and reduces operating costs [6; 33]. It
can be used for a variety of purposes: creating unique identity cards, supporting local businesses, managing
land and housing resources, monitoring resources and the environment, improving transport systems, inte-
grating various intelligent devices, ensuring transport security, etc. This allows for reliable storage of large
amounts of data and allows residents to actively participate in city management and influence decisions that
affect their immediate environment, from the budget to elections [7; 20].

In the field of public services, blockchain can revolutionize taxation by ensuring the origin, transparen-
cy and traceability of a transaction. We believe that this fully meets the current needs of the tax system.
Blockchain provides a guarantee to reduce administrative costs, especially in the segment of transaction tax-
es such as VAT and withholding tax at source. In a broad sense, this can contribute to compliance with tax
legislation and transparency of payments by transferring responsibility for tax collection to market partici-
pants. However, the problem lies in the digitization of sellers who have not yet switched to digital technolo-
gies.

In the field of medicine, blockchain can ensure patient confidentiality when storing and sharing medical
data.

Researchers Yue and his co-authors have proposed a medical data gateway (HDG) that accesses a pri-
vate blockchain cloud to ensure the immutability of medical data. The indicator-based Data Model (ICS)
provides a unified approach to storing various medical data, including digital, textual and graphical data.
This model can be adapted for other blockchain applications that require the storage of various types of data
and provide for the division of data into blocks based on the frequency of access.
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Medshare, a system that was created by Xia specialists and his co-authors, provides a blockchain solu-
tion for the exchange of medical data between cloud services, which allows you to control access, data origin
and auditing. Smart contracts that are included in this system include limited access to data and do not allow
abuse.

The blockchain innovations discussed above open up new horizons for improving public services and
healthcare within the framework of digital transformation [6; 33].

Voting is a key element of democracy because it gives citizens the opportunity to elect their leaders and
form a government, and for the system to be fair, it must be independent and objective. But the old voting
methods have drawbacks: they are not always transparent and secure, depend on intermediaries and may face
problems such as illegal influence on voters, fake votes and poor control of the process [8; 2067].

In elections, there are often difficulties with organization: from choosing a place to vote to printing bal-
lots and monitoring the integrity of the process. All this ends with the counting of votes and the announce-
ment of the results. Blockchain can help solve these problems. Voters can “send” their vote as a virtual coin
to a candidate, and the blockchain will record each such vote. This allows you to quickly summarize the re-
sults and guarantees the honesty of the results. In 2018, a test was conducted in West Virginia, where
144 voters from different countries voted through a blockchain application — this was the first project of its
kind in the country that allows voting remotely and securely [7; 20].

With the significant advantages of the technology under discussion, there are weaknesses in this system.
The lack of centralized control can lead to abuse and a decrease in legal certainty. Blockchain faces scalabil-
ity and energy consumption issues, and also depends on the quality of external data. The variety of imple-
mentations and the need for standardization can make it difficult to widely implement the technology.

You can also pay special attention to the possibilities: by eliminating current weaknesses, blockchain
opens up prospects for asset tracking and accelerating digital transformation through smart contracts and new
trading platforms [11; 126]. Standardization and the development of common management practices can
contribute to the creation of a digital commerce ecosystem.

Nevertheless, there are threats, namely, the rapid development of technology and the lack of interna-
tional regulation create technological threats. First-timers need to be prepared to respond to security vulnera-
bilities. Organizations acting as intermediaries may feel threatened because of their position. It is also im-
portant to consider the legal acceptability and relevance of the data stored in the blockchain, as well as possi-
ble security issues such as 51 percent attacks, phishing, routing attacks and Sybil cyberattacks [3; 25].

Establishing legal regulation of blockchain technologies in the Republic of Kazakhstan, as in any other
country, is a difficult task for several reasons.

To begin with, this is a relatively new technology, and many aspects are still being studied. This means
that legislation must be flexible enough to adapt to the rapidly changing technological landscape.

However, technical complexity can cause even more difficulties, especially when there is not enough
potential staff capable of understanding the technical details of the blockchain. This requires specialized
knowledge, which may be lacking for legislators and regulators.

The use of blockchain for cross-border transactions makes it an ideal solution for controlling such
transactions within a single jurisdiction. Decentralization, especially in terms of deregulation of the rules and
laws governing blockchain technology, is not a viable solution, and various countries are creating their own
laws and regulations to regulate blockchain technology, including intellectual property, contract law, taxation
and other relevant areas is not a viable solution. We must be aware that there is an inherent problem of merg-
ing with existing legislation. In addition, different countries may lack a universal language to address this
problem in relation to their respective legal systems.

Conclusions

Blockchain technology is a potential pathway to the digital economy, offering several important bene-
fits such as increasing the legitimacy and security of transactions, reducing costs, facilitating decentraliza-
tion, and increasing efficiency and transparency.

By 2027, analysts estimate that blockchain will account for up to 10 % of global GDP. Among other
advantages, the blockchain is analyzed using various sources of information; one of the key advantages is the
reduction of errors related to the human factor, which increases accuracy.

The use of blockchain technology, as we can observe, reduces costs by eliminating the need to involve
third parties in the verification, for example, auditors, accountants; taking into account the fact that the func-
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tions performed by these specialists are already included in the blockchain program. The very features of the
system, including decentralization, distribution of transactions, etc., increase data transmission and security
over the network. In addition, the blockchain accelerates transactions by making transfers in a fraction of a
second, which is impossible in any bank's applications, and works around the clock. Blockchain is also at-
tractive in that it preserves confidentiality by making transactions visible, but maintaining the confidentiality
of personal information; provides security by keeping confirmed transactions unchanged; most codes are
open for verification, which ensures transparency; guarantees access, allowing those who do not have bank
accounts to participate in the financial system.

With such significant advantages that we have listed, it is impossible not to pay attention to the disad-
vantages. The system requires significant computing resources; due to the workload of the system, these in-
novative technologies can be slow and inefficient. Privacy, which we emphasized above, is no less catchy, it
can facilitate illegal transactions; and moreover, there is a reasonable risk of government interference in
cryptocurrencies.

In general, blockchain provides innovative technical solutions for the financial and other sectors, but,
like any field and innovation, requires careful regulation and improvement to eliminate shortcomings.

Therefore, the upcoming research in this area and the development of functioning blockchain technolo-
gy are an important step towards creating a more efficient, secure and inclusive global economic system.
And the subsequent analysis is necessary beyond any doubt, because it is important and relevant to help the
Republic of Kazakhstan in the successful implementation of the “Concept of digital transformation, devel-
opment of the information and communication technology industry and cybersecurity for 2023-2029".

This research has been funded by the Science Committee of the Ministry of Science and Higher Educa-
tion of the Republic of Kazakhstan (Grant No. AP19679658) «The legal regulation of the use of blockchain
technology in the Republic of Kazakhstan: theory and practice».
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Ka3zakcran Pecny0iMKACHIHBIH TEXHOJOTUSICHIHA OJIOKYEH/II €Hri3y apKbUIbI
«AKIapaTThIK-KOMMYHUKAIMSJIBIK TEXHOJOTUSIJIAP MeH KuOepKayincizaik
cajiachiH AaMbITYAbIH 2023-2029 kbli1gapra apHaJdraH HUQpIIbIK
TpaHcGOpMANHMATIAY TYKBIPBIMAAMACBIH» ICKe achIpy
’KOHEe OHbI KYKBIKTBIK peTTey MaceJesepi

Makamaga  «{udpnelk  TpaHCoOpMaIM, — aKHAPaTTHIK-KOMMYHHKAIMSUIBIK — TEXHOJNOTHSIAp — MeH
KuOepKayinci3aik canacsH 1aMbITyIsH 2023-2029 sxpuinapra apHaFaH TYKBIPHIMIAMACchIH iCKe achIpYIbIH
TETIKTEepl KapacThlppUIFaH. ABTopiapAblH mikipiHme, Oyn Kasakctan PecnyOnumkacbiHoa Omok4yeiiH
TEXHOJIOTHSICBIH CHTi3y apKbUIbl MYMKiH Oonamsl. L[udpibk HHPPaKYpBUIBIMHBIH aFbIMIAFbl Kal-KyiiH
Tanjayra, OnoKYeHHI KONJaHyAbIH QJICYETTi calanapblH aHBIKTAayFa *OHE OHbI MaigamaHyra OailllaHBICTHI
KYKBIKTBIK peTTey MpoOiieManapblH aHbBIKTayFa OacTbl Haszap ayaapblaanbl. Makaa TY>KbIPbIMAAMaHbBIH
CTpaTEeTHANBIK MaKcaTTapblHa IHOJy JKacayJaH >OHE OHBIH eNJiH 9SKOHOMHKANBIK JaMyblHa oCEpiH
Garanaynan Oactamansl. ABTOpiap ONOKYEHHII Kap)Kbl, AEHCAYNBIK CaKTay JKOHE MEMIICKETTIK OacKapysl
KOca ajfaHnaa, OPTYpJl CEKTOpJapJarbl JCPeKTEPIiH AallbIKTHIFBIH, KAYITNCI3MITiH JKOHE CEHIMIUIITIH
KaMTaMachl3 eTyre KaOineTTi MHHOBALWSUIBIK Kypan peTiHae Taikbuiadabl. OcChl TyprbIIa NpakTHKaza o3
OpHBIH TanKaH KOJJIAHBICTAaFbl TEXHOJIOTHSIIApFa INOJNYy jkacainsl, THiciHme Kasakcran Pecmy6imkace
onapsl Oomamakka KpI3METKE aja anajgbl. BIOKYeHH TeXHONOTHSCHIH KOJIAHBICTAFbl KYKBIKTBIK >KyHere
HHTerpanusuiay Ke3inae Kasakcran angplHma TyYpFaH CBHIH-TETE€ypiHICpAl TaljayFa epekiie Hazap
aynapbputafbl. ABTOpJap XaHA 3aHHAMANBIK aKTUIEpAl 93ipiiey KaKeTTUNriH, COHAai-ak OJoK4YelH yIiH
KOJIAJIBI KYKBIKTHIK OpTa Kypy YLIIH aFbIMAaFbl HOPMATHBTIK KyKaTTapasl OceiimMaeyni 3eprreiiai. Connaii-
ak, Kaszakcranma OJOKYCHH TEXHOJIOTHSCHIH KCHIHCH CHTI3y HOTIDKCCIHAC TYBIHAAYBl MYMKIH BIKTHMAI
ToyeKeJep MEeH apTHIKIIBUIBIKTAp TalKblUIaHFaH. KOpBITHIHIBUIAN Kelle, MaKalla OCBI CaJla/laFbl XaJIbIKapajbIK
BIHTBIMAKTACTHIK ITEeH THKIpHOE alMacyAblH MaHBI3JBUIBIFEIH KOPCETE OTHIPHIIN, OJOKYEHH TEXHOIOTHSICHIH
KOJIIaHy YIIiH KYKBIKTBIK 0a3aHbl )KeTUIaipy Oo#bIHIIa yChIHBICTap Oepineni.

Kinm ce30ep: xeTinaipy TYKBIPHIMIAMACHI, €Il JaMBITY, TUPPIaHABIPY, TUPPIBIK KayilCi3aiK, OJOKYelH,
nepbec aepekTepii KOpray, KYKbIKTarbl aKIapaTThIK-KOMMYHHKATHBTIK TEXHOJIOTHSUIAP, KYKBIKTBHIK PETTEY.

C. XambypbaeBa, ['.A. Nnbsacosa

Peanuzanusa « Konuenuuu uudposoii TpaHchopManun, pa3BUTUA 0TPACIH
HHGOPMAIHOHHO-KOMMYHHKALMOHHBIX TEXHOJIOTHii U KHOep0e30nacHOCTH
Ha 2023-2029 roabl» myTeM BHeJApeHHsI TEXHOJIOTHH OJIOKUYEHH B
Pecnyoiimke Kazaxcran u mpo0sieMbl €ro NpaBoBoOro perjiaMeHTHpPOBaHUS

B cratbe paccMOTpeHbl MexaHu3Mbl peaiu3anun «KoHuenunu nudpoBoil TpancopMaiin, pa3BUTHs OTpac-
M WHPOPMAIIHOHHO-KOMMYHHKAIIMOHHBIX TEXHONOTHH 1 kubepbe3omacHoct Ha 2023-2029 romer». Kak
MOJIaTal0T aBTOPBI, 3TO BO3MOXKHO uepe3 NMpH3My BHeApeHUs OnokdyelH-TexHojoruu B PecnyOmmke Kazax-
crad. OCHOBHOE BHHMAaHHUE Y/IEJICHO aHAIM3Y TEKYILIEro COCTOSIHUS HU(POBON MH(PPACTPYKTYpEI, ONpeaese-
HHIO MOTEHIIMATBHBIX 00JacTel MPUMEHEHUS OJOKYCHHA M BBIABICHHIO MPOOJIEM MPABOBOTO PETJIAMEHTHPO-
BAHUsI, CBSI3aHHBIX C €ro UCmoib3oBaHueM. CTaThsl HaYMHAETCs ¢ 0030pa cTparernueckux tesneil Konneniwm
Y OLICHKHU €€ BIHUSHHS Ha YKOHOMHYECKOE Pa3BHTHE CTPaHbI. ABTOPBI 0OCYKIAIOT OJIOKYEHH Kak HHHOBAIU-
OHHBIIl MHCTPYMEHT, CIIOCOOHBIH 00ECHeYlTh MPO3PaYHOCTh, OE30MACHOCTh U HAJIGKHOCTh JAHHBIX B pa3-
JIMYHBIX CEKTOpaX, BKIIFOYasi (PHMHAHCHI, 3/[paBOOXPAHEHHIE U TOCYAApCTBEHHOE yIpaBiieHHe. B 3ToM acmekre
ObUT POU3BE/ICH 0030p ACHCTBYIOIIMX TEXHOJIOTHii, KOTOPBIC YK€ HAIIIK CBOE MECTO B IPAKTHUKE, COOTBET-
cTBeHHO, Pecriybnuka Kazaxcran MoXKeT B3sTh MX Ha BoopykeHue B OyaynieM. Ocoboe BHUMaHHE YIENIeHO
AHAJIN3Yy BBI3OBOB, C KOTOPBIMHU CTAJIKUBACTCSA Kazaxcran IpHU UHTETPALNA 6)'[0]('461\/'IH-TCXHOJ'[OFI/II/I B CylIeCT-
BYIOII[YIO MPABOBYIO CHCTeMY. ABTOPBI HCCIEAYIOT HEOOXOJUMOCTH pa3pabOTKH HOBBIX 3aKOHOJAATENbHBIX
AKTOB, a TAaKX€ aJalTallii TEKYIIUX HOPMATHUBHBIX JOKYMEHTOB IJIA CO3daHUA 6HaFOHpHﬂTHOﬁ l'lpaBOBOI\/'I
cpenpl st Oiokyeiina. Kpome Toro, 06CyK/1eHbl MOTCHINATIBHBIE PUCKU U IPEUMYIIECTBA, KOTOPhIE MOTYT
BO3HHMKHYTh B PE3yJIbTaTe IMPOKOMACIITAOHOTO BHEPeHUs OloKuelH-TexHonorun B Kazaxcrane. B 3akimto-
YEeHHEe CTAaTbU IPEUIOKEHBI PEKOMEHIALMH 10 COBEPIICHCTBOBAHHMIO MPAaBOBOIl 0a3bl MO NPUMEHEHHUIO
TEXHOJIOTHH OJIOKYEHH, a TakKe MOJYEPKHYTa BaXKHOCTh MEKIYyHAPOJHOTO COTPYHHYECTBA U OOMEHA OITbI-
TOM B 3TOU 001acTH.

Kniouesvie cnosa: xoHIeNUs COBEPILICHCTBOBAHUSA, Pa3BUTHE CTpaHsbl, IuppoBu3anus, nudposas Ge3omnac-
HOCTb, OJIOKYEIiH, 3aliTa IEPCOHATIBHBIX JAHHBIX, MHPOPMALMOHHO-KOMMYHHKATHBHbIC TEXHOJIOTHHU B IIpa-
BE, IPAaBOBas PErIaMEHTALIMA.
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