https://doi.org/10.31489/2024L.3/100-112

UDC 347 (574) Received: 2024 | Accepted: June 2024

S.S. Boranbay' (@, E. Juchnevicius®

'Karaganda Buketov University, Karaganda, Kazakhstan;
2University of Gdansk, Gdansk, Poland

(E-mail: sapar_s@mail.ru)

ORCID ID: 0009-0004-8961-606X
Scopus author ID 57216963887, ORCID ID: 0000-0001-7390-4885

The concept of a smart contract: advantages and current situation of legal regulation
in the Republic of Kazakhstan

In the article the current provisions of the legal regulation of smart contracts were outlined, the relevance of
which will grow as such contracts spread in various spheres and areas of life. Thus, the main problem of regu-
lating relations on the use of a smart contract is the ambiguity of its legal essence, the lack of regulation in
legislation, including in the Civil Code of the Republic of Kazakhstan. At the same time, some advantages of
a smart contract are clearly shown by examples, which will help facilitate the process of concluding, chang-
ing, terminating and executing contracts. The main advantages of a smart contract are also discussed in detail,
such as automation, transparency, security, efficiency, low intermediary costs, decentralization, flexibility and
programmability. In the research, the authors touched upon the problems of fulfilling obligations in debt rela-
tions, the potential advantages and assistance of a smart contract in enforcement proceedings. The result of
the exploration is a formulated definition of a smart contract and the identification of specific potential
advantages of this type of non-traditional contracts. The authors summarize the results, noting the absence of
a legal definition of a smart contract in the legislation of the Republic of Kazakhstan, the exclusively declara-
tive nature of its legal regulation; the ambiguity of the range of public relations where contracts in this form
are applicable, which does not allow the widespread dissemination and use of a smart contract.
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Introduction

The process of digitalization and the introduction of new innovative technologies is actively underway
in Kazakhstan. This is important for economic growth and the overall development of the entire state. Ka-
zakhstan has already achieved significant success in the field of IT.

On September 1, 2023, in a message to the people, President of the Republic of Kazakhstan Kassym-
Jomart Tokayev stressed the need to transform Kazakhstan into a country with a developed information
technology infrastructure (IT country), saying the following: “We already have achievements in the field of
digitalization — we are among the world leaders in the e-government and financial technology development
index. The volume of exports of the domestic IT industry increased fivefold last year alone. By the end of
this year, this figure may reach $500 million. But this is not the limit either”, the President said [1].

One of such important IT industries at the global level is, of course, blockchain technologies, including
smart contracts. New concepts and phenomena related to the development of technology are becoming more
widespread and familiar. For example, cryptocurrencies and bitcoins, most people may have heard about
them a lot, but have only a superficial idea about them. While many of us may not know some technological
terms such as blockchain, token, smart contracts, node, mining, verification, validation, hash code, fiat cur-
rency and others, these concepts are widely known to those who are deeply immersed in modern technolo-
gies.

As noted by M.K. Suleimenov, Doctor of Law, Professor, unfortunately, even among highly qualified
lawyers, especially among civilists, there is a lack of understanding of some technological terms. Unlike the
rest of the population, it is important for lawyers to master some key concepts, since they have a significant
impact on the legal sphere, thereby requiring special attention and expertise. Lawyers must anticipate global
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development trends in advance in order to make timely changes to legislation and effectively regulate legal
relations in society. One of such important concepts is smart contracts now [2].

Thus, the purpose of this research is, on the one hand, to explore the concept of the term “smart con-
tract”, to identify its advantages, on the other hand, to analyze and pay attention to the current situation of
legal regulation of smart contracts in the Republic of Kazakhstan. The author set tasks to determine the legal
nature of a smart contract, identify its key advantages, develop a theoretical model for an example, and also
show the effectiveness of a smart contract in enforcement proceedings.

Research methods and materials

The main research methods of the article are methods of analysis, synthesis, deduction, induction and
systematization. An extensive exploration on the main advantages of a smart contract has been conducted,
and we have made the switch from general theory to specific examples. A theoretical model of a smart con-
tract has been developed for concluding a housing purchase and sale contract.

Within the framework of this research, general scientific, private scientific and private law methods
were used, since the topic of smart contracts affects many areas and branches of legal science.

The conducted exploration has shown that a smart contract is a term closely related to the IT sphere. In
the issue of researching the legal nature of a smart contract, the analysis of scientific papers is paramount.

When writing the article, the authors used the works of domestic legal scholars and foreign authors. The
following authors should be noted: M.K. Suleimenov, N. Szao, M. Krosby, D.A. Kopylov, E.N. Yeletsky,
A.A. Maksimovskaya and others.

Results

New technologies and innovations open up new opportunities for digitalization of various sectors of the
economy and public life. Smart technologies and solutions facilitate many processes, as well as generally
improve the quality of life. The rapid development of human thought gives its results in various fields, and
jurisprudence is no exception. One of the new innovative technologies in this industry is, of course, the smart
contract. Like any new scientific term, it needs to be studied, to understand the concept, and also to find out
how it will be useful to society. However, before moving on to the smart contracts themselves, we need to
briefly understand the term blockchain. Since it is currently the basis and foundation of smart contracts.

Blockchain is a distributed database that records transactions in the form of ordered blocks. Each block
contains a unique identifier (hash) of the previous block and its own transactions. The blocks are
interconnected and form a chain, which gives resistance to changes. Blockchain works in a decentralized
system where network participants confirm and record transactions, ensuring transparency, reliability, and
lack of necessary centralized control. Blockchain technology can be applied in various fields such as finance,
supply chain, cryptocurrency, healthcare, and to create smart contracts [3].

The term smart contract was first used by Nick Szabo in 1994, although it became widespread and pop-
ular after the advent of blockchain and cryptocurrencies (for example, such as Ethereum) [4]. The code that
is programmed lies in the base of the smart contract, defines the terms and conditions of the transaction. It is
stored in a chain formed from blocks and is executed automatically, if the specified conditions are met. This
ensures automation and decentralization in the execution of contracts. Blockchain technology and smart con-
tracts based on it represent a completely new solution in the ways of execution and enforcement of digital
agreements. Software codes can be run on blockchains that will ensure the fulfillment of the terms of the
agreements between the parties without any intermediaries. The benefits and advantages of such agreements
cover various spheres of life — from the financial sector to jurisprudence.

Smart contracts have a number of advantages in various industries due to their secure, decentralized and
automated processes. In order to understand the essence and benefits of this unconventional type of agree-
ment, it is necessary to consider its main advantages.

Automation of processes. Auto-execution of predefined actions when certain conditions are fulfilled is
the basis of a smart contract. This reduces the need for intermediaries and manual intervention, which opti-
mizes processes and increases efficiency. The key to automating smart contracts is to clearly define the con-
ditions under which an agreement must be fulfilled. Such conditions may include various events or positions
that can be checked automatically. Logic or a set of actions are introduced into the program, they must be
fulfilled if the terms of the contract are met. These may include transferring funds, writing data to the
blockchain, activating another smart contract, etc.
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In order for a smart contract to interact with external data (for example, weather, currency exchange
rates, etc.), oracles are used. They can show external data in the blockchain, which seems to be very useful
when programming a contract condition.

The necessary components of smart contract automation are testing and deployment. When the smart
contract code is written, it is thoroughly tested for security and effectiveness. Only after this procedure, it
remains on the blockchain for use.

After successful testing, smart contracts can perform various actions to automatically perform tasks
such as: making a transfer of funds after a certain period and (or) fulfilling a certain condition; making auto-
matic payment of insurance compensation upon the occurrence of an insured event, and much more.
Automation of agreements improves efficiency, creates a trusting and transparent environment for various
business processes and, of course, reduces risks [5].

The transparency of a smart contract is ensured due to the fact that the terms and transactions of the
contract are written directly in the blockchain, thus forming a clear and unchangeable ledger. The parties can
check the execution of the agreement at any time, this reduces the risk of fraud.

The positive position of smart contracts that we are discussing is achieved by providing each interested
counterparty (network parties) with access and understanding of the code and logic of the contract. Thus,
developers and participants can analyze and verify the security of a smart contract, making sure that the con-
tract fulfills only what is expected of it. All operations (status and transactions) of the smart contract can be
seen in the public blockchain. That is, any party to the agreement can freely check all changes and actions.
All information about the contract is available in real time and can be easily verified at the right moment.
The system provides a view of the current status of the smart contract, and the history of its use is also easily
tracked [6].

Decentralized nodes maintain and verify the status of the contract. There is no single control point,
which in turn increases the loyalty of the parties to each other. Such a consensus contributes to the fact that
information about a smart contract becomes unambiguous and consistent, which eliminates ways of manipu-
lation, as well as falsification of data.

Transparent and open system of counterparty interaction opens up great prospects for blockchain tech-
nology and smart contracts, helps their widespread adoption and use in society. Trust is a very important
component in agreements, and we note that smart contracts do an excellent job with this task [7].

Thanks to the blockchain technology, which is based on smart contracts, the security of the agreement
is achieved. Because blockchains are inherently secure and resistant to hacks and unauthorized system inter-
ventions. The decentralization of blockchains makes it difficult to manipulate a smart contract or violate its
confidentiality.

The fact that a smart contract has a programmatic nature and is directly involved in the execution of fi-
nancial transfers, as well as the fact that it performs many important operations in the blockchain makes its
security a critical aspect. Before deploying a smart contract in the system itself, programmers conduct a
thorough audit of its code. This is done in order to identify potential vulnerabilities and bugs. The use of se-
curity standards such as ERC-20 (for tokens), ERC-721 (for unique tokens), and others, in turn, reduces the
risk of errors and provides strong protection. The most important step to prevent various attacks and abuses
is to restrict access to vulnerable smart contract functions. For example, the establishment of access keys and
their provision; the transfer of access rights only to those who need it; as well as minimal access to critical
functions [8].

To increase overall security, it is necessary to use only proven blockchain platforms, such as Ethereum.
It is also important to use only proven programming languages, which include Solidity. The mandatory stage
implies a complete and in-depth testing of the product. Due to this, various scenarios and conditions can be
checked in order to detect and eliminate potential problems.

At all stages of the life cycle, a smart contract requires special attention to detail to ensure security. De-
velopment and testing, deployment and updates must be carefully thought out and implemented according to
all standards. Compliance with all necessary standards and rules will help to reduce risks and ensure the reli-
ability of the contract against various threats and attacks [9].

Cost reduction. The absence of intermediaries and automation significantly reduce financial costs. The
need for third-party services and various related fees disappear when using a smart contract, this makes the
process more economical. For example, any intermediaries or assistants, represented by banks, advocates,
notaries, agents, and others, are not needed. In extreme cases, the participation of such persons is very insig-
nificant. This, in turn, reduces various costs. The fulfillment of the terms of the contract is automated, which
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reduces the need for manual processing, and process management becomes easier. All this reduces staff costs
and reduces the hours needed to complete tasks. For example, traditional contracts often require a large
amount of documentation and paperwork. And smart contracts have a digital format, thus reducing costs and
eliminating the need for paper documentation [10].

In the field of supply and logistics, this type of contract can optimize the inventory management pro-
cess, track shipments and automatically calculate payments. This reduces costs and increases efficiency.

Auto-execution of a smart contract allows you to speed up the processes of approval by the parties and
regulation, which reduces time delays and increases the efficiency of business processes.

Another advantage is that the smart contract automatically makes transactions when conditions occur,
which reduces the risk of fraud and errors. It can also save money that might have been lost as a result of the
human factor or due to unfair actions.

In addition to the above, we note that smart contracts in blockchains often have low transaction costs,
which is especially important in international financial transfers, when traditional methods may include large
commissions [11].

Thus, we can say that smart contracts are very useful in business turnover by increasing accuracy, hav-
ing predictability, reducing costs and improving overall productivity.

Smart contracts can provide fast and transparent transfers, which is especially important compared to
traditional systems in the financial sector. In such systems, unlike smart contracts, transfers require time for
processing and confirmation. Auto-execution of a smart contract upon the occurrence of the necessary condi-
tions will speed up the processes and eliminate the need for manual processing. And such speed is in demand
especially when it is necessary to react quickly to changes in the terms of the contract.

The smart contract works without intermediaries who are involved in the confirmation and execution of
transactions, which significantly reduces the time of delays that could be due to them. Transfers and actions
can be made immediately and directly between the network's counterparties. The time for coordination and
regulation is also reduced, because all the terms of the contract are included in the program in advance and
are executed automatically when these conditions are met [12].

Decentralized data storage in blockchains provides quick access to the necessary information without
having to go through a centralized system. The blockchain network is distributed across nodes, and smart
contracts are executed at the level of the entire network. This parallel execution speeds up various processes
and improves overall productivity. Contract automation optimizes the business process by reducing the need
for intermediate steps.

In conclusion, we can say that speed and efficiency make smart contracts especially useful in areas
where time plays a key role, for example finance, supply, logistics, healthcare, etc. [13].

Smart contracts are available all over the world, as they work on the blockchain network. The parties to
the contract may be located in different geographical locations, but this does not prevent them from making
transactions. Intermediaries are not needed, as well as complex cross-border processes. The level of availa-
bility of a smart contract depends on various factors, such as: legal, technological and social. Firstly, in order
to use a smart contract, each of the parties must have access to the blockchain network where these contracts
were deployed. To do this, of course, there must be an Internet connection, a stable connection, and a
blockchain wallet is also needed to interact with the network. Secondly, contractors should know what they
are working with, how the blockchain technology works. Therefore, additional training will be required in
order to familiarize the person with the principles of the contract.

The legal aspect is also very important in using a smart contract, as this will significantly affect its
availability. There are quite specific laws and regulations in some countries regarding the use of blockchain
and smart contracts. And in many countries of the world, there are no laws or regulations governing the legal
aspects of using a smart contract. However, it is important to note that nowadays innovative technologies are
developing rapidly, and blockchain technologies, being one of them, are spreading just as quickly around the
world. Therefore, developed countries with a high level of blockchain technology are already regulating is-
sues with smart contracts in the legal field.

The third aspect of the accessibility of smart contracts is the socio-economic status of the participants.
Blockchain networks may charge fees for transfers and use of the platform, perhaps this will alienate a coun-
terparty with limited finances. But still, a smart contract is much more economically profitable than tradi-
tional contracts. The absence of intermediaries, third-party services, as well as a high level of confidentiality
and security are important advantages for any agreement. All these factors have a positive effect on the level
of accessibility and attractiveness of smart contracts.
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Experts predict that with the further development and popularization of the blockchain, smart contracts
will become even more attractive and accessible [15].

Accuracy and pragmatism. Various errors can occur in manual processing, and automation of the pro-
cess greatly reduces their likelihood. The advantage of a smart contract is that it is executed exactly accord-
ing to its embedded program, while minimizing the risk of errors. Certain rules and conditions, which are
prescribed in the code, are the mainstay and the main base of the smart contract. Due to this, it is precisely
determined actions of which will be performed when the expected event occurs. As programs that are exe-
cuted automatically, they will not be subjected to subjective interpretation, nor will they be influenced by the
human factor. This contributes to accuracy and predictability.

For all counterparties of the network, the logic of a smart contract is to ensure, firstly, transparency, and
secondly, the ability to verify the behavior of the contract in various situations. If the conditions programmed
in the smart contract are met, then the contract will accurately and automatically perform certain actions. All
this will happen without manual intervention, without the need for interpretation. Also, standards such as
ERC-20 for tokens will contribute to the accuracy of the smart contract, as they are guided in their program-
ming logic by generally accepted norms and rules.

It should be noted that despite all of the above advantages, the accuracy of a smart contract will also
depend on the quality of programming, auditing their code and thorough testing. Since the accuracy of a
smart contract is a matter of paramount importance, developers are required to pay special attention to this
aspect during design and deployment [14].

After the smart contract is programmed in the blockchain system, the code and the contract execution
history will become part of an immutable record. This entry guarantees that the terms of the agreement will
not be changed later. Thus, a reliable and verifiable history is formed.

Immutable records in the contract are one of the key principles of the blockchain technology on which
smart contracts are deployed. Blockchains are closely related to each other and contain a cryptographic fin-
gerprint (hash) of the previous block. Thus, any change in the blocks at the same time will be reflected in the
overall structure and in the cryptographic fingerprint. If any changes are needed, all parties must agree to this
by consensus. However, any changes must comply with the rules of the prescribed protocol, otherwise they
will be rejected. These are the principles of changes in the blockchain network, which prevents attempts to
manipulate data.

Counterparties may have different levels of write rights, depending on the types of blockchains and
smart contracts. For example, in a public blockchain like ETHEREUM, the record is available to everyone.
However, the circle of persons who have the right to make changes is limited. There are certain rules and
approvals for this procedure. A data block becomes immutable if it is confirmed by a common decision and
added to the chain. That is, the records in the blockchain are made permanent in this way, they cannot be
changed or deleted [16].

Such characteristics of blockchains and smart contracts make them excellent technologies for reliable
and immutable records. These properties are very important in the context of money transfers, various ac-
counts, as well as other applications in which the main factors of safe use are the integrity and immutability
of data [17].

A smart contract adapts to a larger number of use cases, and this is ensured by the fact that they can be
programmed taking into account various conditions and scenarios, which, in turn, contributes to the creation
of complex and individual contract solutions. The architecture of the blockchain, various updates in pro-
gramming languages in protocols, the contract specification itself, as well as various other factors can affect
the flexibility of a smart contract. This is an extremely important aspect in the context of complex or
multilateral agreements [18].

All of the above advantages would be excellent in the fight against corruption. Since smart contracts
have a number of mechanisms against corruption schemes.

A registry distributed on the blockchain records and stores each transaction history and the stages of
contract execution themselves. This approach makes it difficult to conceal corrupt actions, because a high
degree of traceability and openness of all processes is ensured.

Since smart contracts fulfill the conditions prescribed in their code automatically, the need for trust in
third parties or intermediaries is eliminated, and this can also reduce the possibility of corruption collusion.
Attempts to rewrite the history of transactions or possible falsification are excluded, because the record in the
blockchain is immutable. This means that, having once completed a transaction or action, counterparties
cannot change, edit or delete them. All of this is stored in immutable records.
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Automatic execution, dependence on code, independence from manual intervention, immutable record-
ing — all this reduces the need for complete trust in individuals. In turn, the above has a beneficial effect on
reducing the risk of corruption interference [19].

The development of a smart contract can be carried out taking into account clear rules and conditions
with the key goal of preventing corruption. For example, when suspicious actions occur, special audit and
automatic notification mechanisms are activated. And in the field of public procurement, such types of con-
tracts can be used for automation and transparency of actions. This will significantly reduce the risk of vari-
ous criminal schemes in decision-making in the field of public procurement. The contract can be configured
with different levels of rights of the parties, which will also limit accessibility, ensuring data confidentiality.
Such an approach, if executed correctly, can help to prevent corruption [20].

It goes without saying that in order to successfully fight corruption with the help of smart contracts, the
developer must be interested in this. This responsible person should carefully implement effective tools for
this purpose, in accordance with specific requirements and tasks.

Once again, we emphasize that smart contracts are an innovation in the field of contract execution. De-
spite the fact that they are still in the process of development, such contracts are already used in various sec-
tors of life.

In general, we have familiarized ourselves with the main advantages of a smart contract. Now we pro-
pose to consider them on a specific example (Fig.) [21].

The advantage of such a contractual solution in the field of selling new homes lies in transparency and
accessibility to all participants, in an automated process of payment and transfer of rights with less risks. It is
also extremely important that the buyer receives notifications about each stage of construction and can see
the work himself in real time [22].

The specific example below shows how a smart contract can be very useful, transparent, effective and
secure for all parties to the contract.

The stages of a smart contract for the purchase of housing in a new
building

Contract creation: The developer creates the smart contract on the blockchain containing information about the new
building, type of housing, cost, construction dates and terms of the transaction.

Buyer Registration: The buyer registers in the system, receives a digital identifier and connects it with the smart
contract.

Stages of construction: The smart contract may contain construction stages with automatic payments from the buyer
depending on the completion of certain construction stages.

Payment terms: The smart contract defines the terms of payments, for example, the amount of the initial payment,
monthly construction contributions and the final payment upon completion of construction.

Ownership rights: The smart contract captures the ownership of a home as it is built and completed.

Stage Notifications: The smart contract automatically sends notifications to the buyer about the completion of each
stage of construction.

Inspection and confirmation: The buyer can inspect the facility and confirm that the construction phase has been
completed correctly.

Automatic document signing: A smart contract may include the ability to automatically sign the necessary
documents related to the transaction as soon as all conditions are met.

Final payment and transfer of ownership: After completion of construction, the smart contract automatically
initiates the final payment and transfers ownership rights to the buyer.

Warranty obligations: The smart contract may include the terms of warranty obligations provided by the developer
and automatically take into account possible repairs or modifications.

Figure. The stages of a smart contract for the purchase of housing in a new building.
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We propose to consider the advantages of a smart contract in the context of an urgent and problematic
area for our country.

It is no secret that the judicial-executive system in Kazakhstan is extremely busy. Namely, the fulfill-
ment of debt obligations has become long and does not in all cases give the necessary result.

The smart contract provides a number of potential advantages in the enforcement of court decisions.
They automatically transfer funds when certain conditions occur. It's in their program. For example, when a
debtor has a debt to a creditor, the contract, according to a predetermined logic, independently makes a pay-
ment on debt obligations.

We agree that a smart contract is potentially useful in the effective management of court decisions. The
contract can make automatic calculations and accruals of court fines, compensation payments, as well as oth-
er financial calculations of various obligations. In practice, this is an extremely useful and necessary func-
tion, because traditional contracts do not have such advantages.

The smart contract code defines all the terms of the agreement according to a predetermined program,
for example, the payment period, amounts and interest, fines, etc. Thus, a transparent field of the contract is
provided, and the level of misunderstanding between counterparties is reduced. Recording the contract exe-
cution event in the blockchain will create an unambiguous history of all actions and changes. In turn, such
records are very useful in court disputes and proceedings. Each participant can easily see the contract code
and the history of its execution, which will reduce the likelihood of long and unfair litigation.

And the rapid development of technology can easily introduce information and educational tools into
smart contacts that will explain all the key points of the contract in audio-video format. Since many debtors
do not even read the entire text of the contract, let alone understand the meaning of what is written. People
need to realize that these obligations can lead to tort.

As for the connection of a smart contract with external data (interest rates, exchange rates, etc.), then, as
we previously indicated, oracles are used. They may be needed when calculating the amount of debt or inter-
est. The automatic payment of a smart contract reduces the risk of evasion of obligations, since the payment
conditions are provided in advance and are fulfilled automatically when these conditions are met. The con-
tract settings take into account various aspects, for example, changes in rates, debt restructuring, etc. This
will ensure flexible debt management.

Automation of processes related to court decisions can reduce the time and cost of executing judicial
acts, since funds are automatically transferred or other actions prescribed by the decision are performed. Re-
ducing the bureaucratic burden and speeding up the processes is very important for effective judicial en-
forcement.

In the case of international transactions, smart contracts can ensure the fulfillment of conditions even in
the absence of trust between the parties and differences in the laws of different countries.

All these advantages, with the proper development and use of smart contracts, can get rid of unscrupu-
lous debtors who did not think about paying the debt in advance and did not even think about “delinquen-
cies”. Also, unscrupulous microfinance organizations and banks, with unfair conditions and “frenzied” inter-
est rates, in conditions of transparency of smart contracts, cannot deceive customers with low financial liter-
acy, which seems to be socially important [23].

Despite the many advantages, it is worth noting that the use of smart contracts in the judicial sphere also
involves a number of challenges. For example, issues of legal liability in case of errors in the code, as well as
the need to take into account the specifics of specific court decisions, etc. The integration of smart contract
technology with the traditional justice system requires appropriate changes in legislation and procedures.
And this implies a long and responsible process that requires careful research and development.

In Kazakhstan, the issue of the legal status of smart contracts is under consideration, and at the moment
there is no clear definition of these contracts at the legislative level. Despite the fact that the Civil Code of
the Republic of Kazakhstan does not provide a direct legal status to smart contracts, it also does not prohibit
their use or the use of other types of digital contracts.

It is already possible to detect the use of smart contracts in various spheres of life in Kazakhstan. For
example, in 2021, the Central Bank of Kazakhstan issued a license to a local bank to manage trade finance,
which is based on a blockchain system and uses smart contracts. Commerzbank, together with BASF and
Evonik, has also launched a new project starting in 2021. The mentioned project uses smart contracts to con-
duct transactions for the payment of goods and services from suppliers. This platform is based on blockchain
and performs operations using a decentralized system [24].
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Discussion

The legal nature of a smart contract is determined by legal scholars in the following ways:

Experts from The Chamber of Digital Commerce conducted an analysis of the design of smart contracts
from the point of view of the legislation of the United States and Spain, relating respectively to the Anglo-
Saxon and continental legal systems. As a result of the research, the similarity of the elements of contracts in
both legal systems was found, despite the difference in terminology.

It is proposed to consider smart contracts not as a new type of contract, but as a new way of fulfilling
obligations, namely, automated execution. This underlines the importance of searching for legal instruments
that allow to determine the automated fulfillment of obligations and clarify the role of the party obligated to
fulfill the contract [25].

Given the functional purpose of smart contracts, it is important to clarify the essence of automated
performance of obligations in the context of contractual law, as well as to study the role of the debtor in such
performance.

Chinese scientists, S. Lin, L. Zhang, L. Li, G.Ji, Y.Sun consider a smart contract to be a contract
presented in the form of a program code on the blockchain platform, which, under certain circumstances,
ensures autonomy and self-fulfillment of the condition [26]. However, please note that this definition does
not comply with the norms of the Civil Code of the Republic of Kazakhstan, where it says that a contract is
an agreement on the establishment, modification or termination of civil rights and obligations. The
transaction is concluded orally or in written (electronic) form. That is, the program code cannot convey the
terms of the transaction to which the parties agreed [27].

Russian scientists L.G. Efimova and O.B. Sizemova present smart contracts as a new method of ensur-
ing the fulfillment of obligations based on automatic execution, which, in their opinion, contributes to the
establishment of trust between the parties. They claim that the enforcement of obligations in the case of
smart contracts is carried out programmatically using the appropriate protocols of the blockchain platform.

Nevertheless, the same authors, namely L.G. Efimova and S.B. Sizemova, define smart contracts as an
independent contractual structure that occupies a special place among the non-independent contracts de-
scribed in the first part of the Civil Code of the Russian Federation. These contracts reflect the specifics of
the conclusion or the specific legal consequences of any civil law agreement, if it meets the criteria estab-
lished by law [28].

Other authors also support this point of view, pointing out that according to Article 309 of the Civil
Code of the Russian Federation, a smart contract can be defined as a standard (special) contractual structure.
Such a contract is concluded using electronic or other technical means, and its terms provide for the fulfill-
ment of obligations arising, under certain circumstances, without a separate expression of the will of the par-
ties, through the use of information technologies defined by the terms of the contract [29].

A.l. Saveliev considers a smart contract as a form of contract, describing it as a program code on the
blockchain platform that provides autonomous and self-fulfilling implementation of the terms of the contract
upon the occurrence of predetermined circumstances. According to A.l. Savelyev, smart contracts eliminate
the need for subsequent execution and disposal of the parties, since the program automatically fulfills all the
terms of the contract. This may lead to the disappearance of the concept of “obligation” in the traditional
sense [30].

L.G. Efimova and O.B. Sizemova point out the unique features of smart contracts (form in the form of
computer code, conclusion using blockchain technology, subject of execution), including a digital financial
asset and automatic execution upon the occurrence of certain conditions, provided by software.

A.A. Volos defines a smart contract as a programmed contract, the terms of which are written in the
code and which is automatically executed using the blockchain [31].

The introduction of smart contracts raises questions in private international law, since existing
international conventions, such as the Vienna Convention on Contracts for the International Sale of Goods,
do not provide for scenarios using smart contracts. The need to develop unified standards for regulating
smart contracts in cross-border trade remains relevant [32].

Kazakh scientist M.K. Suleimenov speaks about the legal nature of a smart contract as follows. In his
opinion, “a smart contract is not just a program code, but a legal fact that generates various legal relations,
including proprietary, binding and exclusive rights. Unlike traditional ways of ensuring the fulfillment of
obligations, a smart contract is not just a mechanism for ensuring fulfillment, but is an independent contract,
the execution of which is automatically carried out upon the occurrence of certain conditions.
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The peculiarity of a smart contract is its method of execution, namely that it is automatic, using the
principle of “if... then”. Thus, it does not fit into the traditional classification of contracts, but can form the
basis of a wide variety of agreements, including purchase and sale, exchange, lease and others.

From a legal point of view, a smart contract can be considered as a written transaction carried out using
electronic or other technical means that ensure the safety of the contents of the transaction on a tangible
medium. The signature in this context can be executed in any way that allows identifying the person who
expressed his will, in accordance with the requirements of the law or the agreements of the parties.

A smart contract, along with the fact that it is a program code, is a legal fact that generates legal rela-
tions (proprietary, binding, exclusive)” [33].

Thus, the opinions of the authors differ, and the legal nature of smart contracts has not yet been clearly
defined.

We agree with the opinion of the author M.K. Suleimenov, which we quoted above, that it is not neces-
sary to divide the concept of a smart contract into two parts smart contract and legal smart contract. This is
the same contract with two sides: technical and legal. Both sides complement each other, are in close interac-
tion and interdependence. The very concept of a “smart contract” is in the legal field with the technical base
and foundation of IT.

Summarizing the opinions of scientists regarding the legal nature of smart contracts, we come to the fol-
lowing conclusion:

1) The legal essence of a smart contract is based on its program code, which can be adapted to the spe-
cific circumstances and needs of the participants in the transaction. This code takes into account algorithms
related to the execution of agreements and procedures for concluding contracts in electronic form.

2) Currently, there is no legally fixed definition of the term “smart contract” in the Civil Code of the
Republic of Kazakhstan. For example, there is such a definition in the legislation of the Russian Federation.
In accordance with the new addition to Article 309 of the Civil Code of the Russian Federation, the terms of
the contract may establish provisions according to which the obligations of the parties arising from the trans-
action are fulfilled automatically upon the occurrence of certain conditions, without the need for additional
expression of will by the parties, through the use of information technologies provided for in the terms of the
contract. In our opinion, this provision can be included in the Civil Code of the Republic of Kazakhstan as
paragraph 2 of Article 272 of the Civil Code (Proper performance of obligations), as suggested by our scien-
tists.

3) In the legal literature and the press, there has been an increase in the use of smart contracts in various
areas of public relations. However, it should be borne in mind that at the moment they are still not a wide-
spread tool for ordinary consumers and entrepreneurs. The inclusion of smart contracts in household, medi-
um and large transactions continues to be a relatively minor phenomenon, and this tool is still new and unu-
sual for most people, in particular for the CIS countries.

Conclusions

Thus, our research allows us to formulate the following conclusions.

A smart contract is a programmable digital contract that implies conditions that are fulfilled automati-
cally using blockchain technology. Based on the analysis of various sources and materials, such a short defi-
nition can be made.

Smart contracts offer a number of advantages in various industries due to their automated, secure and
decentralized nature. We have identified 10 main advantages of a smart contract: automation, transparency,
security, cost reduction, speed, accuracy, accessibility, immutable record, flexibility and anti-corruption
schemes.

The developed theoretical model of a smart contract for a transaction for the purchase of housing in a
new building showed us the effectiveness of this type of agreement on a specific example.

To date, the use of smart contracts in debt obligations could significantly relieve enforcement proceed-
ings due to its effective use of the advantages of a smart contract.

Based on the analysis of domestic legislation, it can be argued that in the Republic of Kazakhstan, the
legal status of smart contracts has not yet been defined in the legislation. There are indirect rules providing
for smart contracts, but we would like to note that there are no separate legal norms directly establishing the
procedure for the application of smart contracts.
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Nevertheless, world practice demonstrates the successful use of smart contracts in various spheres of
life. And we must use smart contracts wisely for the benefit of society. The need to develop legal norms reg-
ulating the legal mechanism for the application of smart contracts is relevant right now.

References

1 TIlocnanue ['maBbl rocymapcrBa Kacsim-XKomapra Tokaea Hapoay Kasaxcrana «Oxonomudeckuit kype Cnpaseniusoro Ka-
3axcraHa». — [DJeKTpoHHbIH pecype]. — Pexum nocryma: https://www.akorda.kz/ru/poslanie-glavy-gosudarstva-kasym-zhomarta-
tokaeva-narodu-kazahstana-ekonomicheskiy-kurs-spravedlivogo-kazahstana-18588.

2 CymneitmeroB M K. LludpoBu3anus U cOBEpIICHCTBOBAHHE TP AAHCKOro 3akoHoaarensctea / M.K. CyneiimenoB. — [Drnek-
TpOHHBIHA pecype]. — Pexxum nocryma: https://online.zakon.kz/Document/? doc_id=39845707&pos=1;-102#pos=1;-102.

3 Crosbhy M. Blockchain technology: Beyond bitcoin / M. Crosby, P. Pattanayak, S. Verma, V. Kalyanaraman // Applied Inno-
vation. — 2016. — Vol. 2. — P. 6-10.

4 Szabo N. Smart Contracts: Building Blocks for Digital Markets / N. Szabo. — [Electronic resource]. — Access mode:
https://www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/LOTwinterschool2006/szabo.best.vwh.net/smart
_contracts_2.html.

5 Khan S.N. Blockchain smart contracts: Applications, challenges, and future trends / S.N. Khan, F. Loukil, C. Ghedira-
Guegan, E. Benkhelifa, A. Bani-Hani // Peer-to-Peer Netw. Appl. — 2021. — No 14. — P. 2901-2925.

6 Omar LA. Ensuring protocol compliance and data transparency in clinical trials using Blockchain smart contracts
/ ILA. Omar, R. Jayaraman, K. Salah, M.C.E. Simsekler, 1. Yaqoob, S. Ellahham // BMC Medical Research Methodology. — 2020.
—N20. —P.1-17.

7 Kombuios [I.A. CMapT-KOHTPAKTHI KaK MEXaHU3M MOBBIIICHMS IPO3PAYHOCTH U CHIKEHHUS TPAH3aKIMOHHBIX U3IEPIKEK B CO-
BpeMeHHoit s3xkoHomuke / [T.A. Kombuios // DxkoHoMuKa 1 nipeanpruHuMaTebero. — 2018. — Ne 3. — C. 1097-1100.

8 bopoBuk B. K Bompocy o Oe3omacHocTd cMapT-KoHTpakToB / B. bopoBuk, M.M. 3enun, 10.A. 'atunn, A.H. Orancon
/I Bectn. Uysami. yu-ta. — 2018. — Ne 1. — C. 79-87.

9 Eneukuii E.H. O6ecnieuenne nHpopManoHHO# Ge3omacHoCTH cMapT-koHTpakToB B cetu / E.H. Enerxuit // Bompocs! cry-
neHdeckoit Hayku. — 2021, — 9 (61). — C. 81-85.

10 MakcumoBckasgs  A.A. Mcnonp3oBaHWe ~ CMapT-KOHTPAKTOB B MEXIYHapOAHBIX  (MHAHCOBBIX  OTHOIICHHUSAX
| A.A. MakcumoBckasi // CoBpeMeHHbIe Hay4HBIC HCCIea0Banus i paspabotku. — 2018. — Ne 3. — C. 781-785.

11 Kapesa O.H. Bo3moxxHOCTH mpuMeHeHHs: TexHonoruu Oiok4eiin B cdepe noructuku / O.H. Kapesa, A.O. Kapesa // Bects.
Poc. yu-ta kooneparmu. — 2019. — Ne 1 (35). — C. 49-52.

12 TlonoBa E.A. [loBbleHne xauecTBa M CKOPOCTH OKa3aHus TpaHCcropTHBIX yciyr TLIOTO Ha ocHOBe cucTeMBbl OJIOK4YEiH
/ E.A. TlonoBa, 1.B. Xypasnesa // Tpaucropt: Hayka, oOpa3oBanue, mpousBoactBo («Tpancmopr—2022»): Tp. MexayHap. Hayd.-
mpakT. koH}. Cep. TeopeTnueckue U MpakTHYECKHE BOIIPOCH TpaHcnopTa. — Boponex, 2022. — C. 202-205.

13 OpioBa I'.A. Pa3paboTka ¥ MpUMEHEHHE CMapT-KOHTPAKTOB B MEKAyHapoaHoi Toprosie / I'.A. Opnosa, H0.A. CaBuHOB,
E.B. Tapanosckasi, B.A. Opeuikun // Poc. BHemneskoH. BectH. — 2020. — Ne 11. — C. 47-57.

14 TIenkenkos P.C. Mcnosnb30BaHHe TEXHONOTHN OJOKYEHH B KaueCTBE MHCTPYMEHTA MOBBIEHHS TOYHOCTH M TPO3PAYHOCTH
JaHHBIX (rHAHCOBOH oTuetHOCTH 0 MC®O Hedreraszossix komnanuii / P.C. ITenkenkos // StudNet. — 2020. — 3(9). — C. 756—
760.

15 Zheng Z. An overview on smart contracts: Challenges, advances and platforms /Z. Zheng, S. Xie, H.N. Dai, W. Chen,
X. Chen, J. Weng, M. Imran // Future Generation Computer Systems. — 2020. — Vol. 105. — P. 475-491.

16 Kaushal R.K. Immutable smart contracts on blockchain technology: Its benefits and barriers / R.K. Kaushal, N. Kumar,
S.N. Panda, V. Kukreja / 9th International Conference on Reliability, Infocom Technologies and Optimization (Trends and Future
Directions) (ICRITO) (2021, September). — Noida, India, 2021. — C. 1-5.

17 Baes A.A. BnokueiiH-TexHonoruss B Oyxranrepckom yuere u ayaute /[ A.A.Baes, A.B.Peyr, A.A.Ceumiep,
N.A. Xapuroros, B.B. I'puropses // Yuer. Ananus. Ayaut. — 2020. — 7(1). — C. 69-79.

18 Bouoc E.IT. K Bompocy 0 mpHMEHEHHH CMapT-KOHTPakToB B pasianuHbix cdepax / E.IT. Bomoc // EBpasuiickas agBokarypa.
— 2019. — 3 (40). — C. 105-110.

19 Weingirtner T. Prototyping a smart contract based public procurement to fight corruption / T. Weingartner, D. Batista,
S. Kochli, G. Voutat // Computers. — 2021. — 10, 85.

20 Tpy6un A.E. Texuosnoruu OIOKYeiWH Kak (pakTOp MOBBIMIEHHS MPO3PAYHOCTH roCymapcTBeHHbIX 3akymnok / A.E. Tpyoum,
N.0. Tpy6una, JL.T. T'onuapoBa // AppurueBckue uteHus 1o Teme «I100anbHbIil Xa0C COBPEMEHHOTO MHPOYCTPOMCTBA: CYIIHOCTb,
pasBuTHE W IMyTH TpeonosneHus. [IpodieMbl MUPOBOTO IEpEyCTPOMCTBA B YCIOBUSAX TPOMHOTO mepexonHoro nepuoaa (16—18 mas
2019 r.): maTepuansl MexayHap. Hayd.-pakT. Koup. — Opén: b.u., 2019. — C. 456-463.

21 CsarunxuH A.B. CMapT-KOHTPAKT: BO3MOXKHOCTH M YCJIOBHS PEaM3alliy TEXHOJIOTUH Ha MPUMEPE MPOAAKH HEIBHKHMOCTH
| AB. CsruuxuH // Tlepm. ropua. anemanax. — 2019. — Ne 2. — C. 501-509.

22 Bapakuna E.1O. IlepcriekTiBbl BHEAPEHUs U HCIIOIb30BAHU CMapT-KOHTPAaKTOB B chepe crpoutenbctBa / E.JO. bapakuna,
H.A. Edumosa // FOpuct. — 2021. — Ne 4. — C. 30-35.

Cepus «[lMpaBo». 2024, 29, 3(115) 109


https://www.akorda.kz/ru/poslanie-glavy-gosudarstva-kasym-zhomarta-tokaeva-narodu-kazahstana-ekonomicheskiy-kurs-spravedlivogo-kazahstana-18588
https://www.akorda.kz/ru/poslanie-glavy-gosudarstva-kasym-zhomarta-tokaeva-narodu-kazahstana-ekonomicheskiy-kurs-spravedlivogo-kazahstana-18588
https://online.zakon.kz/Document/?doc_id=39845707&pos=1;-102#pos=1;-102
https://www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/LOTwinterschool2006/szabo.best.vwh.net/smart_contracts_2.html
https://www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/LOTwinterschool2006/szabo.best.vwh.net/smart_contracts_2.html

S.S. Boranbay, E. Juchnevicius

23 T'pebenknna A. IlepcrieKTHBBI HCIIOJIBb30BaHHUS CMapT-KOHTPakToB B (uHaHCcOBO#t chepe / A. I'pebenkuHa, A. 3ybapes
Il Dxonomuyeckoe passurue Poccun. — 2018, — 25(12). — C. 32-43.

24 Ab6nypaxmanosa H. IIpaBoBoe peryiupoBanue cMapt-kontpaktoB B CHI' / H. A6aypaxmaHoBa // AkTyasipHbie TpoGiieMbl
COIMATbHO-TYMaHUTapHBIX Hayk. — 2023. — Ne 3(8). — C. 306-310.

25 Cowmosa E.B. Cmapt-koHTpakT B forosoproM npase / E.B. ComoBa // XKypH. 3apy0ex. 3aK0OHOaTeILCTBA U CPABHUTEIHHOTO
mpaBoBeneHns. — 2018. — Ne 2. — C. 81.

26 Lin S. An exploration of application research based on blockchain smart contract /S. Lin, L. Zhang, G. Li, L. Ji, Y. Sun
/I Wireless Networks. — 2022. — No 28. — P. 635-690.

27 Tpaxnmanckuii komekc PecmyOmuku Kaszaxcran. (OOmias uacte). — [DrnexTpoHHbli pecypc]. — Pexum moctyma:
https://adilet.zan.kz/rus/docs/K940001000 _.

28 Edwumosa JLI. IIpaBoBast mpupona cMapt-koHTpakra / JL.I'. Epumona, O.b. Cuzemosa // bankoBckoe mpaBo. — 2019. —
Ne 1. — C. 23-30.

29 Tpuns O.C.IIpaBoBas KOHCTPYKIHS CMapT-KOHTpakTa: lopuaudeckas mpupoma u chepa npumenenus / O.C. ['puns,
E.C. I'puns, A.B. Conosses // Lex Russica. — 2019. — Ne 8 — C. 57-58.

30 CasenseB A.U. oroopruoe mpaBo 2.0.: «yMHBIE» KOHTPAKThl KaK HAa4al0 KOHIA KJIACCHYECKOTO JOrOBOPHOTO IpaBa
| AW Casenses // BectH. rpax. npasa. — 2016. — Ne 3. — C. 32-60.

31 Bonoc A.A. CMapT-KOHTPAKThI U MPUHLKUIIEI Tpaxkaanckoro mpasa / A.A. Bomnoc // Poccuiickast rocturms. — 2018. — Ne 12.
—C.5-7.

32 T'ybapeBa A.B.IIpoGiemMbl BbIGOpa NPUMEHMMOIO IpaBa K CMapT-KOHTPAKTaM B MEXKIYHAPOJHOM YacTHOM I[IpaBe
/ A.B. T'ybapesa, K.E. Kosanenko, H.E. Kosanenko // Becta. 1OYpI'Y. Cep. IlpaBo. — 2020. — T. 20, Ne 4. — C. 45.

33 CyneiimenoB M.K. CrienpasipHble  JOrOBOpHBIE KOHCTPYKIMM (OOLIME JOTOBOPBI) M HX MECTO B CHCTEME IIpaBa
/ M.K. CyneiimeHoB. — [DniekTpoHHbIii pecypc]. — Pexxum nocryma: https://online.zakon.kz/Document/? doc_id=32801264.

C.C. bopano0aii, D. FOxaeBuuyc

CMapT KeJiciM-IIaPT TYKbIPHIMIAMACHI: APTHIKIIBLIBIKTAPHI KIHE
Ka3zakcran Pecny0ukachbinaa KYKBIKTBIK peTTeJYiHiH Ka3ipri skaraaibl

Maxkanazia eMipaiH 9pTYpIi calalapblHIa CMapT KeJTiciM-IIapT Topi3aec MIapTTapaslH KeH TapadyblHa Kapai
©3CKTLIIr apTa TYCETiH OONFaHIBIKTaH ONap.bIH KYKBIKTBIK PETTENYiHIH Ka3ipri jkarqaiibl KapacThIPbLIFaH.
MacerneH, cMapT KeTiciM-IapTThl alanany Ke3iHAeri KaTbIHACTap bl PETTEYAiH 0acThl MPOOIEMAChl OHBIH
KYKBIKTBIK MOHIHIH aHBIKTaIMayblHIa, 3aHHaMana, aranm alTkanaa, Kasakcran PecnyOnnkachiHBIH
AzaMaTTBIK KOAEKCiHAe perrenmeyinne Oosbim oTelp. COHBIMEH Katap, LIapTTapAbl JKacacy, e3repry,
TOKTAaTy >KOHE OpBIHAAY TMPOIECiH JKEHUIZETyre KOMEKTECeTiH CMapT KeliciM-IIapTTBIH KeHoip
apTHIKIIBUTBIKTAPEI MBICATIAPMEH aliKbIH KopceTinreH. CoHmalii-aKk aBTOMATTaHABIPY, allBIKTHIK, KAYINCi3IiK,
THIMIUTIK, JeNiangapra TOMEH MBIFBIHIAP, OPTANBIKCHI3IAHIBIPY, HKEMAUTIK KoHe OaFqapiaManany CHIKTHI
CMapT KeJiciM-IIapTTapIblH HETi3T1 apTHIKIIBUIBIKTAPHI erKei-TerKelni cunaTrairad. 3epTrey OapbhIChIHIa
OopBIIKEpITiK MiHIETTEMENep/i OphIHAAYABIH Macejenepi KapacTHIPBUIBIN, aTKapyIIbUIBIK iC JKYpridyzneri
CMapT KeJiCiM-IIapTThIH JJeyeTi MEeH Malaaibl )KaKTapbl capajaHabl. 3epTTey/iH HOTHKECI CMapT KeJiciM-
MIAPTTBIH TYKBIPBIMAAIFaH aHBIKTAMachkl MEH JACTYpJi eMec MIapTTapAblH OyHIai TYpiHIH HaKTHI
apTHIKIIBUIBIKTAPBIHBIH alKbIHIaIybl. MakanaHbl KOPBITBIHABLIAN Keie aBropiap KP 3aHHamacbiHza cMapT
KeMicIM-IIapTThIH 3aHbl aHBIKTAMACBHIHBIH JKOKTBIFBIH; OHBI KYKBIKTBIK PETTEY[iH TEK JeKIapaTHUBTIK
cHnaTTa eKeHAIriH; OyH/Iail HbICAaHIAFbl IIAPTTAPABbl KOJNAaHyFa OONATHIH KYKBIKTBIK KaThIHACTAP asCHIHBIH
AHBIKCHI3IBIFBIH CpEKIle aTaln OTKeH. BbyHIail daxropiapIblH cMapT KeJiciM-LIapTTapFa KEH Tapajbl,
KOJIIaHyFa KeJiepri OOJbIN OTHIPFaHbIHA Ha3ap ayJapFaH.

Kinm ce30ep: Onok4yeitH, cMapT KeliciM-mapT, UGpIaHIBPy, WHHOBAUMSUIBIK TEXHOJIOTHSIIAP,
ABTOMATTaHIBIPY, aKIAPaTTHIK TEXHOJIOTHSLIAP, JIEKTPOHABIK cayna, Ethereum, Solidity, kpuntorpadus.

C.C. bopano0aii, D. FOxHeBuuyc

KoHuenuusi cMapT-KOHTPaKTA: NPEUMYIIECTBA H HbIHELIHee MOJ0KeHHe
npaBoBoro peryjauposanus B Pecnyoimke Kazaxcran

B cratse 0003HauEHBI HEIHENTHUE MTOJOKEHNUS TIPABOBOTO PETYIHPOBAHUS CMapT-KOHTPAKTOB, aKTyalbHOCTh
KOTOPBIX OyHeT pacTH IO Mepe paclpOCTPaHEHHUS IOJOOHBIX JAOTOBOPOB B PA3IMYHBIX cepax M 00macTsIx
JKU3HENICITENILHOCTH. TaK, INIaBHOW INpoOJIeMON perylupoBaHMS OTHOIICHHWH MO HCIIOIb30BaHUIO CMapT-
KOHTpaKTa CTAHOBSTCS HESCHOCTh €T0 IOPUANYECKOH CYLIHOCTH, OTCYTCTBHE PErJIaMEHTALUM B 3aKOHOAA-
TenbeTBe, B yacTHocTH B 'K PK. BmecTe ¢ TeM HarmsaHO Moka3aHsl Ha IPUMEPax HEKOTOPBIE IPEUMYILECTBA
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CMapT-KOHTPAKTa, KOTOPbIE TOMOTYT OOJIErduTh MPOLECC 3aKII0UEHNS, H3MEHEHHs, MPEKPALIeHUs 1 HCIIO-
HEHUs JoroBopoB. [1opo6HO paccMOTpeHbI OCHOBHBIE MPEUMYILECTBA CMapT-KOHTPAKTA, TAKHE KaK aBTOMa-
THU3aLUsl, TPO3PAYHOCTh, OE30MaCHOCTD, 3()(EKTUBHOCTD, HU3KUE 3aTPaThl HAa TOCPEIHUKOB, JEHEHTpaIN3a-
IS, THOKOCTh M TIPOTrpaMMHUpyeMocTh. KOHKpeTHO OBLIM 3aTpOHYTHI B MCCIIEIOBAHMH IIPOOIEMBI HCIIOTHE-
HUS 00513aTENbCTB B TOITOBBIX OTHOIICHUSX, TOTCHIIMAIBHEIE IPEUMYIECTBA U IIOMOIb CMapT-KOHTPAaKTa B
UCIIOJHUTEIIFHOM IIPOM3BOACTBE. Pe3ynbTaToM HcciemoBaHUs SBISIETCS CHOPMYIMPOBAHHOE OINpEAEICHHE
CMapT-KOHTPAKTa U BBIABICHHE KOHKPETHBIX MOTEHINAIBHBIX IPEUMYIIECTB JJAHHOTO BHIA HETPAIUIIOHHBIX
JIOTOBOPOB. ABTOPBI ITOJIBOAAT UTOTH, OTMeYast (PAKT OTCYTCTBHS JIETAILHOTO ONPEIEeHHs CMapT-KOHTPaKTa
B 3aKoHojaTenbcTBe PK, HCKIIOUMTENBHO AEKIapaTUBHBIA XapaKTep ero MpaBOBOTO PEryIHPOBAHUS; Hesc-
HOCTb Kpyra OOLIECTBEHHBIX OTHOILIEHUH, I/ie TPUMEHHMBI JOTOBOPHI B MOJOOHOI (opMme, UTO HE HaeT BO3-
MO>KHOCTH ITMPOKOTO PACIPOCTPAHEHHUS U HCIIONIb30BAHUS CMAPT-KOHTPAKTA.

Knrouegvie cnosa: GIOKYCHH, CMapT-KOHTPAKTHI, H(POBU3ALNS, HHHOBAIIMOHHBIC TEXHOJIIOTHH, aBTOMATH3a-~
¥, HHGOPMALMOHHBIC TEXHOJIOTHH, dJIeKTpoHHas Toprosisi, Ethereum, Solidity, kxpunrorpadus.
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